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after an old authenticator accepts an anchor authenticator relocation request of an MS, a new authenticator sends the anchor authenticator relocation request to an AAA server

when the AAA server’s verification on the new authenticator is passed and the old authenticator confirms that the new authenticator is trusted, the anchor authenticator is relocated to the new authenticator
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400. anchor authenticator relocation notification
   (Relocation_Notify)

401. anchor authenticator relocation notification response
   (Relocation_Notify_Rsp)

402. verification on the new authenticator (Access request/Access accept)

403. authenticator relocation complete request
   (Relocation.Complete_Req)

404. authenticator relocation complete response
   (Relocation.Complete_Rsp)

405. anchor authenticator relocation acknowledgement
   (Relocation.Complete_Ack)
Fig. 5

1. **MS** (new authenticator)
   - 500. anchor authenticator relocation notification: `(Relocation_Notify)`
     - 501. anchor authenticator relocation notification request: `(Relocation_Notify_Req)`
     - 502. anchor authenticator relocation notification response: `(Relocation_Notify_Rsp)`

2. **old authenticator**
   - 503. anchor authenticator relocation notification response: `(Relocation_Notify_Rsp)`
   - 504. verification on the authenticator: `(Access request/Access accept)`
   - 505. anchor authenticator relocation complete request: `(Relocation_Complete_Req)`
   - 506. anchor authenticator relocation complete response: `(Relocation_Complete_Rsp)`
   - 507. anchor authenticator relocation acknowledgement: `(Relocation_Complete_Ack)`

3. **AAA server** (new authenticator)
   - 500. anchor authenticator relocation notification: `(Relocation_Notify)`
   - 501. anchor authenticator relocation notification request: `(Relocation_Notify_Req)`
   - 502. anchor authenticator relocation notification response: `(Relocation_Notify_Rsp)`

4. **old authenticator**
   - 503. anchor authenticator relocation notification response: `(Relocation_Notify_Rsp)`
   - 504. verification on the authenticator: `(Access request/Access accept)`
   - 505. anchor authenticator relocation complete request: `(Relocation_Complete_Req)`
   - 506. anchor authenticator relocation complete response: `(Relocation_Complete_Rsp)`
   - 507. anchor authenticator relocation acknowledgement: `(Relocation_Complete_Ack)`

5. **AAA server** (new authenticator)
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600. anchor authenticator relocation request
       (Relocation_Request)

601. anchor authenticator relocation response
       (Relocation_Rsp)

602. anchor authenticator relocation acknowledgement
       (Relocation_Ack)

603. verification on the authenticator
       (Access request/Access accept)

604. authenticator relocation complete request
       (Relocation_Complete_Request)

605. authenticator relocation complete response
       (Relocation_Complete_Rsp)

606. anchor authenticator relocation acknowledgement
       (Relocation_Complete_Ack)
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700. authenticator relocation notification request
    (Relocation Notify Req)

701. authenticator relocation notification response
    (Relocation Notify Rsp)

702. anchor authenticator relocation response
    (Relocation Rsp)

703. anchor authenticator relocation acknowledgement
    (Relocation Ack)

704. anchor authenticator relocation acknowledgement
    (Relocation Ack)

705. verification on the authenticator (Access request/Access accept)

706. authenticator relocation complete request
    (Relocation Complete Req)

707. authenticator relocation complete response
    (Relocation Complete Rsp)

708. anchor authenticator relocation acknowledgement
    (Relocation Complete Ack)
ANCHOR AUTHENTICATOR RELOCATION METHOD AND SYSTEM

TECHNICAL FIELD

The disclosure relates to Worldwide Interoperability for Microwave Access (WiMAX) network techniques, and in particular to an anchor authenticator relocation method and system.

BACKGROUND

As a new 4-th generation (4G) communication standard, WiMAX has drawn a great concern of telecommunication providers and equipment manufacturers over the world and thus dominate the wireless wide band field. FIG. 1 is a schematic view of the structure of the existing WiMAX network. As shown in FIG. 1, a WiMAX network may mainly consist of a plurality of network elements, such as a Mobile Station (MS), a Base Station (BS), an Access Gateway (AGW, not shown in FIG. 1), an authenticator, and an Authentication, Authorization and Accounting (AAA) server, etc. The AGW, BS and authenticator are located in an Access Service Network (ASN), and the AAA server is located in a Connection Service Network (CSN).

When the MS initially enters the network, the network will assign an authenticator and a home AAA (HAAA) server in the ASN to authenticate the MS, both of which are referred to as an anchor authenticator of the MS. Before the life cycle or timer for some security parameters expires, the MS or the network side will have to initiate re-authentication. At this time, authenticator relocation may occur along with the re-authentication. Accordingly, a new authenticator may become the anchor authenticator of the MS.

At present, in some scenarios, re-authentication occurs along with the anchor authenticator relocation, while in other scenarios, anchor authenticator relocation is performed without re-authentication. For example, in the case where the anchor authenticator, an anchor data channel functionality and an anchor paging controller are in a same entity gateway, relocation of the anchor data channel functionality and the anchor paging controller may occurs without re-authentication.

In some scenarios in practice, anchor authenticator relocation may be necessary, but it is unnecessary for other logic entities, such as the data channel functionality and the anchor paging controller, to be relocated. Currently, there is no implementation which is directed to individual anchor authenticator relocation without re-authentication.

SUMMARY

In view of the above, the disclosure provides an anchor authenticator relocation method and system, which is capable of implementing anchor authenticator relocation without re-authentication.

For the above purposes, the technical solutions according to the disclosure are provided as follows.

An anchor authenticator relocation method includes the following steps:

- after an old authenticator accepts an anchor authenticator relocation request of a MS, a new authenticator sends an authenticator relocation request to an AAA server.

When the new authenticator passes the AAA server’s verification and the old authenticator confirms that the new authenticator is trusted, the anchor authenticator is relocated to the new authenticator.

The method may further include the following steps which are performed in the first place, or performed after the old authenticator accepts the anchor authenticator relocation request of the MS and before the new authenticator sends the anchor authenticator relocation request to the AAA server:

- sending, by the old authenticator, the AAA server a notification message, which notifies the AAA server of the new authenticator to be switched to and of the new authenticator related information or a security parameter X, provided by the old authenticator, so as for the AAA server to verify the new authenticator.

The anchor authenticator relocation request may be initiated by the new authenticator or the old authenticator.

The method may further include: rejecting, by the old authenticator, the anchor authenticator relocation request, when detecting that an act of re-authentication or authenticator relocation is in progress.

The old authenticator may detect whether the act of re-authentication or authenticator relocation is in progress in the following way: setting in the old authenticator an anchor authenticator relocation locking state identifier for the MS, when the anchor authenticator relocation locking state identifier indicates a locking state, rejecting any other authenticator relocation request and/or re-authentication request until the authenticator relocation locking state is removed; or, setting in the old authenticator a counter for the MS; when a value of the counter is an odd number, rejecting any other authenticator relocation request and/or re-authentication request; or, setting in the old authenticator a timer for the MS when the authenticator relocation of the MS occurs in the old authenticator, rejecting any other authenticator relocation request and/or re-authentication request until the timer runs out of time.

The method may further include: setting, by the old authenticator, a re-authentication locking state for the MS, wherein in the re-authentication locking state, no other re-authentication is accepted.

The method may further include: rejecting, by the old authenticator, the anchor authenticator relocation request, when detecting that an act of re-authentication or authenticator relocation is in progress.

The passing of the AAA server’s verification on the new authenticator may comprise: verifying, by the AAA server, the new authenticator by using a security parameter under a Remote Authentication Dial In User Service (RADIUS) protocol or a Diameter protocol; and regarding the verification as passing when the security parameter provided by the old authenticator is identical to the security parameter provided by the new authenticator.

The verification may comprise: sending, by the new authenticator, the AAA server the anchor authenticator relocation request, which includes an NAI for the MS, a security parameter Z provided by the old authenticator or a security parameter W calculated from the security parameter Z, and is to request for verification of the AAA server; determining, by the AAA server, whether an available security parameter, or the security parameter Z1 local to the AAA server, or a security parameter W calculated from the local security parameter Z1 is identical to a security parameter from the new authenticator, and if yes, regarding the verification as passing.

The authentication relocation request sent to the AAA server by the new authenticator may further include an FQDN of the new authenticator, or a security parameter X provided by the old authenticator, or a security parameter Y calculated from the security parameter X provided by the old authenticator.
The verification may further comprise: determining whether the security parameter X received from the new authenticator is identical to a security parameter X1 received from the old authenticator, or whether the security parameter Y1 is identical to the security parameter Y, based on the FQDN of the new authenticator provided by the old authenticator, or the security parameter X1 provided by the old authenticator, or the security parameter Y1 calculated from the security parameter X1, and if yes, regarding the verification as passing.

The relocating the anchor authenticator to the new authenticator when the old authenticator confirms that the new authenticator is trusted may comprise: requesting, by the new authenticator, a Mobile Station (MS) context from the old authenticator; and returning, by the old authenticator when confirming that the new authenticator is trusted, the MS context to the new authenticator.

The old authenticator may further return an old Master Session Key (MSK) corresponding to the MS to the new authenticator.

The confirming that the new authenticator is trusted may comprise: returning to the old authenticator, by the new authenticator, a security parameter U or a security parameter V acquired from the AAA server; determining, by the old authenticator, whether a locally available security parameter U1 is identical to the security parameter U from the new authenticator, or whether a security parameter V1 calculated from the local security parameter U1 is identical to security parameter V from the new authenticator, and if yes, confirming that the new authenticator is trusted.

The method may further include: where an authenticator relocation locking state has been set previously, removing the authenticator relocation locking state for the MS.

The method may further include: where a re-authentication locking state has been set previously, removing the re-authentication locking state for the MS.

The method may further include: sending, by the new authenticator, an authenticator relocation complete acknowledgement message to the old authenticator; clearing up, by the old authenticator when acknowledging that the relocation is successfully completed, the MS related information.

An anchor authenticator relocation system includes at least a new authenticator, an old authenticator and an Authenticator, Authorization and Accounting (AAA) server, wherein the new authenticator is configured to interact with the old authenticator, to send an authenticator relocation request of a Mobile Station (MS) to the AAA server after the old authenticator accepts an anchor authenticator relocation request, and to request the old authenticator to perform the authenticator relocation upon receipt of a verification pass response from the AAA server;

the old authenticator is configured to interact with the new authenticator, to accept the anchor authenticator relocation request of the MS, to send an authenticator relocation success or complete response to the new authenticator when determining the new authenticator is trusted, and to relocate the anchor authenticator to the new authenticator; and

the AAA server is configured to verify the new authenticator and to send a verification pass response to the new authenticator when the verification is passing.

The old authenticator may further be configured to reject the anchor authenticator relocation request, when detecting that an act of re-authentication or authenticator relocation is in progress.

The old authenticator may further be configured to set an authenticator relocation locking state for the MS when accepting the anchor authenticator relocation request, and accordingly, to remove the authenticator relocation locking state for the MS when confirming that the new authenticator is trusted.

The old authenticator is specifically configured to set setting an anchor authenticator relocation locking state identifier for the MS, and reject any other authenticator relocation request and/or re-authentication request until the authenticator relocation locking state is removed, when the anchor authenticator relocation locking state identifier indicates a locking state; or, to set a counter for the MS, and reject any other authenticator relocation request and/or re-authentication request when a value of the counter is an odd number, or, to set in the old authenticator a timer for the MS when the authenticator relocation of the MS occurs in the old authenticator, and reject any other anchor relocation request and/or re-authentication request until the timer runs out of time; the old authenticator may further be configured to set a re-authentication locking state for the MS, and accordingly, to remove the re-authentication locking state for the MS when confirming that the new authenticator is trusted.

The old authenticator may further be configured to send the AAA server a notification message, which notifies the AAA server of the new authenticator to be switched to and of the new authenticator related information, or a security parameter provided by the old authenticator, so as for the AAA server to verify the new authenticator.

The new authenticator may further be configured to send an authenticator relocation complete acknowledgement message to the old authenticator.

The old authenticator may further be configured to clear up the MS related information when acknowledging that the authenticator relocation is successfully completed.

The old authenticator may further be configured to initiate a process causing the MS to exit the network when there is any rejection or failure response.

As can be seen from the technical solutions provided by the disclosure, after an old authenticator accepts an anchor authenticator relocation request of a MS, a new authenticator sends an authenticator relocation request to an AAA server. When the new authenticator passes the AAA server’s verification and the old authenticator confirms that the new authenticator is trusted, the anchor authenticator is relocated to the new authenticator. The disclosure provides a detailed solution to perform anchor authenticator relocation without re-authentication.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a schematic view of the structure of the existing WiMAX network;

FIG. 2 is a flow chart of the anchor authenticator relocation method according to the disclosure;

FIG. 3 is a schematic view of the structure of the anchor authenticator relocation system according to the disclosure;

FIG. 4 is a flow chart of the anchor authenticator relocation method according to the first embodiment of the disclosure;

FIG. 5 is a flow chart of the anchor authenticator relocation method according to the second embodiment of the disclosure;

FIG. 6 is a flow chart of the anchor authenticator relocation method according to the third embodiment of the disclosure;

FIG. 7 is a flow chart of the anchor authenticator relocation method according to the fourth embodiment of the disclosure;
FIG. 2 is a flow chart of the anchor authenticator relocation method according to the disclosure. As shown in FIG. 2, the method includes the following steps:

Step 200: After an old authenticator accepts an anchor authenticator relocation request of a MS, a new authenticator sends an authenticator relocation request to an AAA server.

In this step, the anchor authenticator relocation request may be initiated by the new authenticator (which is referred to as a PULL mode), or may be initiated by the old authenticator (which is referred to as a PUSH mode). The new authenticator may be a default authenticator associated with the serving BS. In the disclosure, the AAA server refers to an HAAA server. The PULL mode and PUSH mode are known to the skilled in the art and thus the detailed description thereof will be omitted here.

If the old authenticator detects that an act of re-authentication or authenticator relocation is in progress, then the old authenticator rejects the anchor authenticator relocation request; otherwise, the old authenticator accepts the anchor authenticator relocation request, and sets a corresponding state identifier (there are several specific implementations for the setting). Further, a re-authentication locking state may be set for the MS, that is, no other subsequent re-authentication request is accepted.

The old authenticator may detect whether the act of re-authentication or authenticator relocation is in progress in the following specific way:

In the old authenticator, a relocation locking state identifier is set for the MS; when relocation locking state identifier indicates a locking state, no other subsequent authenticator relocation request and/or re-authentication request is accepted, until the authenticator relocation locking state is cleared for the MS.

Or, in the old authenticator, a counter is set for the MS: the initial value of the counter is set as 0; when an act of authenticator relocation associated with the MS occurs in the old authenticator, the counter is incremented by 1, i.e., the value of the counter becomes 1; when the act of authenticator relocation is completed, the counter is incremented by 1, i.e., the value of the counter becomes 2; the counter is incremented one by one, and once a cycle of authentication relocation is completed, the counter is incremented by 2, until the value of the counter reaches a maximum value, at the time of which the counter is reset as its initial value 0. In this way, when the value of the counter is an odd number, it indicates that the act of authenticator relocation is in progress, and no other subsequent authenticator relocation request and/or re-authentication request is accepted; and when the value of the counter is an even number, it indicates that there is no act of authenticator relocation in progress.

Or, when an act of authenticator relocation associated with the MS occurs in the old authenticator, a timer is set for the MS in the old authenticator, and is stopped upon completion of the act of authenticator relocation. When the timer runs out of time, if the authenticator relocation has not yet been completed, the old authenticator may terminate the process of authenticator relocation and determines the authenticator relocation fails. That is, during the period in which the timer has not run out of time, no other subsequent authenticator relocation request and/or re-authentication request is accepted until the timer runs out of time.

After the old authenticator accepts the anchor authenticator relocation request, the new authenticator sends the anchor authenticator relocation request to the AAA server. The anchor authenticator relocation request may be a Remote Authentication Dial In User Service (RADIUS) message or a Diameter message, which may include a Network Access Identifier (NAI) of the MS.

In this step, after the old authenticator accepts the anchor authenticator relocation request of the MS and before the new authenticator sends the authenticator relocation request to the AAA server, the following acts may further be performed: the old authenticator sends the AAA server a notification message, which notifies the AAA server of the new authenticator to be switched to and of the new authenticator related information, such as the Fully Qualified Domain Name (FQDN) of the new authenticator, or a security parameter X, provided by the old authenticator, so as for the AAA server to verify the new authenticator. The AAA server responds to the old authenticator with a notification response message. X, may be the MS related parameter information which may be provided by the old authenticator, or may be a security parameter available to both the old and new authenticators, or may be a security parameter calculated from the parameter available to both the old and new authenticators.

Step 201: When the new authenticator passes the AAA server's verification and the old authenticator confirm that the new authenticator is trusted, the anchor authenticator is relocated to the new authenticator.

In this step, the AAA server may verify the new authenticator by using the security parameter under the RADIUS protocol or Diameter protocol (for the specific implementations, please refer to the description of the embodiments hereinafter), and may return a verification pass response to the new authenticator when the verification is passed; the new authenticator may request an MS context from the old authenticator; the old authenticator, after confirming that the new authenticator is trusted (for the specific implementations, please refer to the description of the embodiments hereinafter), may return the MS context to the new authenticator; if the authenticator relocation locking state has been set previously, the old authenticator may remove the authenticator relocation locking state for the MS; if the re-authentication locking state has been set previously, the old authenticator may remove the re-authentication locking state for the MS.

Further, the method according to the disclosure may also include the following step: the new authenticator sends an authenticator relocation complete acknowledgement message to the old authenticator.

Further, the method according to the disclosure may also include the following step: the old authenticator clears up the MS related information after acknowledging that the relocation is successfully completed.

It should be noted that in the above process as shown in FIG. 2, given any rejection or failure response, the old authenticator may initiate a process causing the MS to exit the network.

The disclosure also provides an anchor authenticator relocation system. FIG. 3 is a schematic view of the structure of the anchor authenticator relocation system according to the disclosure. As shown in FIG. 3, the system includes at least a new authenticator, an old authenticator and an AAA server.

The new authenticator is configured to interact with the old authenticator, to send an authenticator relocation request to an AAA server after an old authenticator accepts an anchor authenticator relocation request of a MS, to request the old authenticator to perform the authenticator relocation upon receipt of a verification pass response from the AAA server;
and to request the old authenticator to perform the authenticator relocation upon receipt of a verification failure response from the AAA server, wherein the verification failure response includes a failure identifier.

The old authenticator is configured to interact with the old authenticator, to determine whether to accept the anchor authenticator relocation request of the MS; to send an authenticator relocation success or complete response to the new authenticator when determining the new authenticator is trusted; and to relocate the anchor authenticator to the new authenticator.

The AAA server is configured to verify the new authenticator and to send a verification pass response to the new authenticator when the verification is passed.

Further, the old authenticator may be configured to reject the anchor authenticator relocation request, when detecting that an act of re-authentication or authenticator relocation is in progress;

the old authenticator may be further configured to set an authenticator relocation locking state for the MS, when accepting the anchor authenticator relocation request of the MS; accordingly, to remove the authenticator relocation locking state for the MS when confirming that the new authenticator is trusted; Further, the old authenticator may be configured to set a re-authentication locking state for the MS, accordingly, to remove the re-authentication locking state for the MS when confirming that the new authenticator is trusted.

The old authenticator may further be configured to send the AAA server a notification message, which notifies the AAA server of the new authenticator to be switched to and of the new authenticator related information, such as the Fully Qualified Domain Name (FQDN) of the new authenticator, or a security parameter X, provided by the old authenticator, so as for the AAA server to verify the new authenticator.

The new authenticator may further be configured to send an authenticator relocation complete acknowledgement message to the old authenticator.

The old authenticator may further be configured to clear up the MS related information after acknowledging that the authenticator relocation is successfully completed.

The old authenticator may further be configured to initiate a process causing the MS to exit the network when there is any rejection or failure response.

The method of the disclosure will be described below in detail with reference to the embodiments.

FIG. 4 is a flow chart of the anchor authenticator relocation method according to the first embodiment of the disclosure. FIG. 4 is a flow chart of the anchor authenticator relocation method in a PULL mode. As shown in FIG. 4, the method according to the first embodiment includes the following steps:

Step 400: a new authenticator sends an old authenticator an anchor authenticator relocation notification message for requesting authenticator relocation, i.e., initiates anchor authenticator relocation of the MS.

Step 401: the old authenticator returns an anchor authenticator relocation notification response to the new authenticator.

In this step, if the old authenticator detects that an act of re-authentication or authenticator relocation is in progress, then the old authenticator rejects the current anchor authenticator relocation request; otherwise, the old authenticator sets an anchor authenticator relocation locking state for the MS, and no longer accepts any other subsequent re-authentication request and/or authenticator relocation request. Further, a re-authentication locking state may be set for the MS, that is, no other subsequent re-authentication request is accepted.

If the old authenticator accepts the current authenticator relocation request, an MS context requested by the new authenticator may be included in the anchor authenticator relocation notification response returned to the new authenticator, the MS context may contain one or more of the followings: MS security history, MS authorization context, REG context and anchor mobile station mobility context. Further, the anchor authenticator relocation notification response may include a security parameter Z. The security parameter Z may be parameter information available to both the old authenticator and the AAA server, or may be a security parameter calculated from the parameter available to both the old authenticator and the AAA server. The security parameter may be a cipher based authentication code key (CMAC_COUNT_KEY), or a Master Session Key (MSK).

There are many existing approaches to calculate a security parameter from another security parameter, which belong to common technical means used by the skilled in the art and do not mean to limit the scope of the disclosure.

Step 402: after the new authenticator receives an acceptance response from the old authenticator, the new authenticator sends the anchor authenticator relocation request to the AAA server, and the AAA server verify the new authenticator.

In this step, the anchor authenticator relocation request sent to the AAA server may be an RADIUS message or a Diameter message. The RADIUS message or the Diameter message may include an MS NAI.

The request sent to the AAA server from the new authenticator may contain a security parameter Z provided by the old authenticator or a security parameter W calculated from the security parameter Z, and is to request for verification of the AAA server.

In this step, The verification of the AAA server may include: if the security parameter provided by the new authenticator is as same as the security parameter available from the AAA server, or the security parameter Z, at the AAA server or the security parameter W calculated from the security parameter Z, at the AAA server is as same as the security parameter from the new authenticator, the verification is considered as passing. Z, is a security parameter available to or shared by both the old authenticator and the AAA server.

Further, the AAA server may compare the local security parameter Z with the security parameter Z provided by the old authenticator, or compare the locally calculated security parameter W with the security parameter W sent by the new authenticator, if they are the same, the verification is considered as passing.

In this step, after the AAA server verifies the new authenticator, the AAA server responds to the anchor authenticator relocation request from the new authenticator. If the authenticator relocation request is accepted, an old MSK corresponding to the MS, i.e., a currently effective MSK for the MS, may be included in the response message. Further, if the authenticator relocation request is accepted, the response message may also include a security parameter U available to both the AAA server and the old authenticator and a security parameter V calculated from the security parameter U.

Step 403: if the new authenticator receives from the AAA server a response indicating that the verification is passed, the new authenticator may send the old authenticator an anchor authenticator relocation complete request, which may include an MS context request. Further, the anchor authenticator relocation complete request may include the security parameter U or the security parameter V.
Step 404: the old authenticator acknowledges the authenticator relocation complete request, and returns an authenticator relocation complete response to the new authenticator when confirming that the new authenticator is trusted.

Further, the old authenticator compares a locally available security parameter U, or a security parameter V, calculated from the local security parameter U, with the security parameter U or V from the new authenticator, and if they are the same, the old authenticator confirms that the new authenticator is trusted. At this time, the old authenticator returns the authenticator relocation complete response, which includes the MS context information requested by the new authenticator, to the new authenticator.

Further, the old authenticator may contain an old MSK corresponding to the MS, i.e., a currently effective MSK for the MS in the response message.

Further, if the authenticator relocation locking state has been set previously, the step may also include: the old authenticator removes the authenticator relocation locking state for the MS. If the re-authentication locking state has been set previously, the step may also include: the old authenticator removes the re-authentication locking state for the MS.

Further, the method may also include step 405: the new authenticator sends an anchor authenticator relocation acknowledgement message to the old authenticator.

FIG. 5 is a flow chart of the anchor authenticator relocation method according to the second embodiment of the disclosure. FIG. 5 is a flow chart of the anchor authenticator relocation method in a PULL mode according to another embodiment. As shown in FIG. 5, the method according to the second embodiment includes the following steps:

Step 500: a new authenticator sends an old authenticator an anchor authenticator relocation notification message for requesting authenticator relocation, i.e., initiates anchor authenticator relocation of the MS.

Steps 501 to 502: if the old authenticator accepts the current authenticator relocation request, the old authenticator sends the AAA server an anchor authenticator relocation notification message, which notifies the AAA server of the new authenticator to be switched to and of the new authenticator related information, such as the Fully Qualified Domain Name (FQDN) of the new authenticator, or a security parameter X, provided by the new authenticator, for the AAA server to validate the new authenticator. The AAA server responds to the old authenticator with an anchor authenticator relocation notification response message. X may be the MS related parameter information which may be provided by the old authenticator, or may be a security parameter available to both the old and new authenticators, or may be a security parameter calculated from the parameter available to both the old and new authenticators.

The AAA server responds to the old authenticator with an anchor authenticator relocation notification response.

Step 503: the old authenticator returns an anchor authenticator relocation notification response to the new authenticator.

In this step, if the old authenticator detects that an act of re-authentication or authenticator relocation is in progress, then the old authenticator rejects the current anchor authenticator relocation request; otherwise, the old authenticator sets an authenticator relocation locking state for the MS, and no longer accepts any other subsequent re-authentication request and/or authenticator relocation request. Further, a re-authentication locking state may be set for the MS, that is, no other subsequent re-authentication request is accepted.

If the old authenticator accepts the current authenticator relocation request, an MS context requested by the old authenticator may be included in the anchor authenticator relocation notification response returned to the new authenticator, wherein the MS context may include at least one of the followings: MS security history, MS authorization context, REG context, and anchor MM context. Further, a security parameter Z may be included in the anchor authenticator relocation notification response. The security parameter Z may be parameter information available to both the old authenticator and the AAA server, or may be a security parameter calculated from the parameter available to both the old authenticator and the AAA server.

Step 504: after the new authenticator receives an acceptance response from the old authenticator, the new authenticator sends the authenticator relocation request to the AAA server, and the AAA server verifies the new authenticator.

In this step, the authenticator relocation request sent to the AAA server may be an RADIUS message or a Diameter message. The RADIUS message or the Diameter message may include an MS NAI. Further, the message may include the FQDN of the new authenticator, or a security parameter X provided by the old authenticator, or a security parameter Y calculated from the security parameter X provided by the old authenticator.

The request sent to the AAA server from the new authenticator may further contain a security parameter Z provided by the old authenticator or a security parameter W calculated from the security parameter Z, and is to request for verification of the AAA server.

In this step, the verification of the AAA server may include: if the security parameter provided by the old authenticator is as same as the security parameter provided by the new authenticator, the verification is considered as passing; or, if the security parameter provided by the new authenticator is as same as the security parameter available form the AAA server, the verification is considered as passing. The verification of the AAA server may specifically include: the AAA server compares the security parameter X received from the new authenticator with the security parameter X, received from the old authenticator, or compares the security parameter Y provided by the old authenticator, or a security parameter X calculated from the security parameter X, and if they are the same, the verification is considered as passing.

Further, the AAA server may compare the local security parameter Z, with the security parameter Z received by the old authenticator, or compare the security parameter W calculated from the local security parameter Z, with the security parameter W sent by the new authenticator, if they are the same, the verification is considered as passing.

In this step, after the AAA server verifies the new authenticator, the AAA server responds to the authenticator relocation request from the new authenticator. If the authenticator relocation request is accepted, an old MSK corresponding to the MS, i.e., a currently effective MSK for the MS, may be included in the response message. Further, if the authenticator relocation request is accepted, the response message may also include a security parameter U available to both the AAA server and the old authenticator or a security parameter V calculated from the security parameter U.

Step 505: if the new authenticator receives from the AAA server a response indicating that the verification is passed, the new authenticator may send the old authenticator an authenticator relocation complete request, which may include an
MS context request. Further, the authenticator relocation complete request may include the security parameter $U$ or the security parameter $V$.

Step 506: the old authenticator acknowledges the authenticator relocation complete request, and returns an authenticator relocation complete response to the new authenticator when confirming that the new authenticator is trusted.

Further, the old authenticator compares a locally available security parameter $U_1$ or a security parameter $V_1$ calculated from the local security parameter $U_1$ with the security parameter $U$ or $V$ from the new authenticator, and if they are the same, the old authenticator confirms that the new authenticator is trusted. At this time, the old authenticator returns the authenticator relocation complete response, which includes the MS context information requested by the new authenticator, to the new authenticator.

Further, the old authenticator may contain an old MSK corresponding to the MS, i.e., a currently effective MSK for the MS in the response message.

Further, if the authenticator relocation locking state has been set previously, the step may also include: the old authenticator removes the authenticator relocation locking state for the MS. If the re-authentication locking state has been set previously, the step may also include: the old authenticator removes the re-authentication locking state for the MS.

Further, the method may also include step 507: the new authenticator sends an anchor authenticator relocation acknowledgement message to the old authenticator.

FIG. 6 is a flow chart of the anchor authenticator relocation method according to the third embodiment of the disclosure. FIG. 6 is a flow chart of the anchor authenticator relocation method in a PUSH mode. As shown in FIG. 6, the method according to the third embodiment includes the following steps:

Step 600: a new authenticator sends an old authenticator an anchor authenticator relocation request, i.e., anchor authenticator relocation of the MS.

In this step, if the old authenticator detects that an act of re-authentication or authenticator relocation is in progress, then the old authenticator does not initiate the current anchor authenticator relocation request; otherwise, the old authenticator sets an authenticator relocation locking state for the MS, and no longer accepts any other subsequent re-authentication request and/or authenticator relocation request. Further, a re-authentication locking state may be set for the MS, that is, no other subsequent re-authentication request is accepted.

Further, the old authenticator may contain an MS part context in the anchor authenticator relocation request message to be sent to the new authenticator, wherein the MS part context may include at least one of the following: MS security history, MS authorization context, REG context, and anchor MM context. Further, the old authenticator may include a security parameter $Z$. The security parameter $Z$ may be parameter information available to both the old authenticator and the AAA server, or may be a security parameter calculated from the parameter available to both the old authenticator and the AAA server.

The security parameter $Z$ may be parameter information available to both the old authenticator and the AAA server, or may be a security parameter calculated from the parameter available to both the old authenticator and the AAA server.

The specific implementations of steps 603 to 606 are identical to those of steps 402 to 405 and thus the description will be omitted here.

FIG. 7 is a flow chart of the anchor authenticator relocation request message, which notifies the AAA server of the new authenticator to be switched to and of the new authenticator related information, such as the Fully Qualified Domain Name (FQDN) of the new authenticator, or a security parameter $X_1$ provided by the old authenticator, so as for the AAA server to verify the new authenticator. The AAA server responds to the old authenticator with an authenticator relocation notification response message $X_1$ may be the MS related parameter information which may be provided by the old authenticator, or may be a security parameter available to both the old and new authenticators, or may be a security parameter calculated from the parameter available to both the old and new authenticators.

In this step, if the old authenticator detects that an act of re-authentication or authenticator relocation is in progress, then the old authenticator does not initiate the current anchor authenticator relocation request; otherwise, the old authenticator sets an authenticator relocation locking state for the MS, and no longer accepts any other subsequent re-authentication request and/or authenticator relocation request. Further, a re-authentication locking state may be set for the MS, that is, no other subsequent re-authentication request is accepted. Step 702: an old authenticator sends a new authenticator an anchor authenticator relocation request, i.e., anchor authenticator relocation of the MS.

Further, the old authenticator may contain an MS part context in the anchor authenticator relocation request message to be sent to the new authenticator, wherein the MS part context may include at least one of the following: MS security history, MS authorization context, REG context, and anchor MM context. Further, the old authenticator may include a security parameter $Z$. The security parameter $Z$ may be parameter information available to both the old authenticator and the AAA server, or may be a security parameter calculated from the parameter available to both the old authenticator and the AAA server.

Step 703: the new authenticator sends an anchor authenticator relocation response to the old authenticator to request for the MS context.

Further, the method may also include step 704: the old authenticator may contain an MS part context in the anchor authenticator relocation acknowledgement message to be sent to the new authenticator, wherein the MS part context may include at least one of the followings: MS security history, MS authorization context, REG context, and anchor MM context. Further, the old authenticator may include a security parameter $Z$ in the response message. The security parameter $Z$ may be parameter information available to both the old authenticator and the AAA server, or may be a security parameter calculated from the parameter available to both the old authenticator and the AAA server.
The specific implementations of steps 705 to 708 are identical to those of steps 402 to 405 and thus the description will be omitted here.

What are described above are just preferred embodiments of the disclosure and are not intended to limit the scope of the disclosure. Any amendments, equivalent substitutions and modifications without departing from principle of the disclosure shall fall within the scope of the disclosure.

The invention claimed is:

1. An anchor authenticator relocation method, comprising: under a scenario of anchor authenticator relocation without a Mobile Station (MS) re-authentication, after an old authenticator accepts an anchor authenticator relocation request of the MS, sending, by a new authenticator, an anchor authenticator relocation request to an Authentication and Authorization (AAA) server; when the AAA server’s verification on the new authenticator is passed and the old authenticator confirms that the new authenticator is trusted, relocating the anchor authenticator to the new authenticator, wherein relocating the anchor authenticator to the new authenticator when the old authenticator confirms that the new authenticator is trusted comprises: requesting, by the new authenticator, an MS context from the old authenticator; and returning, by the old authenticator when confirming that the new authenticator is trusted, the MS context and an old Master Session Key (MSK) corresponding to the MS to the new authenticator.

2. The anchor authenticator relocation method according to claim 1, wherein before the old authenticator accepts the anchor authenticator relocation request of the MS, or after the old authenticator accepts the anchor authenticator relocation request of the MS and before the new authenticator sends the anchor authenticator relocation request to the AAA server, the method further comprises: sending, by the old authenticator, a notification message to the AAA server, to notify the AAA server of the new authenticator to be switched to and of the new authenticator related information or a security parameter X₀ provided by the old authenticator, so as for the AAA server to verify the new authenticator.

3. The anchor authenticator relocation method according to claim 1, wherein the anchor authenticator relocation request is initiated by the new authenticator or the old authenticator.

4. The anchor authenticator relocation method according to claim 3, further comprising: rejecting, by the old authenticator, the anchor authenticator relocation request, when detecting that an act of re-authentication or authenticator relocation is in progress.

5. The anchor authenticator relocation method according to claim 4, wherein the old authenticator detects whether the act of re-authentication or authenticator relocation is in progress in the following way: setting in the old authenticator an anchor authenticator relocation locking state identifier for the MS, and when the anchor authenticator relocation locking state identifier indicates a locking state, rejecting any other authenticator relocation request and/or re-authentication request until the authenticator relocation locking state is removed; or setting in the old authenticator a counter for the MS, and when a value of the counter is an odd number, rejecting any other authenticator relocation request and/or re-authentication request; or when the act of authenticator relocation of the MS occurs in the old authenticator, setting in the old authenticator a timer for the MS, and rejecting any other authenticator relocation request and/or re-authentication request until the timer runs out of time.

6. The anchor authenticator relocation method according to claim 5, further comprising: setting, by the old authenticator, a re-authentication locking state for the MS, wherein in the re-authentication locking state, no other re-authentication is accepted.

7. The anchor authenticator relocation method according to claim 2, wherein the passing of the AAA server’s verification on the new authenticator comprises: verifying, by the AAA server, the new authenticator by using a security parameter under a Remote Authentication Dial In User Service (RADIUS) protocol or a Diameter protocol; and when the security parameter provided by the old authenticator is identical to the security parameter provided by the new authenticator, regarding the verification as passing.

8. The anchor authenticator relocation method according to claim 7, wherein the verification comprises: sending, by the new authenticator, the authenticator relocation request to the AAA server, and requesting a verification of said authenticator relocation request from the AAA server; wherein the authenticator relocation request comprises: one of a Network Access Identifier (NAI) for the MS, a security parameter Z₀ provided by the old authenticator and a security parameter W calculated from the security parameter Z₀; determining, by the AAA server, whether one of an available security parameter, a security parameter Z₀, local to the AAA server or a security parameter W calculated from the local security parameter Z₀ is identical to the security parameter from the new authenticator, and if yes, regarding the verification as passing.

9. The anchor authenticator relocation method according to claim 8, wherein the authenticator relocation request sent to the AAA server by the new authenticator further comprises one of a Fully Qualified Domain Name (FQDN) of the new authenticator, a security parameter X₀ provided by the old authenticator, and a security parameter Y₀ calculated from the security parameter X₀ provided by the old authenticator, and wherein the verification further comprises: determining whether the security parameter X₀ received from the new authenticator is identical to a security parameter X₀ received from the old authenticator, or whether a security parameter Y₀ calculated from the security parameter X₀ is identical to the security parameter Y₀ based on the FQDN of the new authenticator provided by the old authenticator, or the security parameter X₀ provided by the old authenticator, or the security parameter Y₀ calculated from the security parameter X₀, and if yes, regarding the verification as passing.

10. The anchor authenticator relocation method according to claim 1, wherein the confirming that the new authenticator is trusted comprises: returning to the old authenticator, by the new authenticator, a security parameter U₀ or a security parameter V₀ acquired from the AAA server; determining, by the old authenticator, whether a locally available security parameter U₀ is identical to the security parameter U₀ from the new authenticator, or whether a security parameter V₀ calculated from the local security parameter U₀ is identical to security parameter V₀ from the new authenticator, and if yes, confirming that the new authenticator is trusted.
11. The anchor authenticator relocation method according to claim 10, further comprising: where an authenticator relocation locking state has been set previously, removing the authenticator relocation locking state for the MS; and where a re-authentication locking state has been set previously, removing the re-authentication locking state for the MS.

12. The anchor authenticator relocation method according to claim 1, further comprising: sending, by the new authenticator, an authenticator relocation complete acknowledgement message to the old authenticator; and clearing up, by the old authenticator, the MS related information, when acknowledging that the relocation is successfully completed.

13. An anchor authenticator relocation system, comprising at least a new authenticator, an old authenticator and an Authentication, Authorization and Accounting (AAA) server, wherein the new authenticator is configured to interact with the old authenticator under a scenario of anchor authenticator relocation without a Mobile Station (MS) re-authentication, to send an authenticator relocation request of the MS to the AAA server after the old authenticator accepts an anchor authenticator relocation request, and to request the old authenticator to perform the authenticator relocation upon receipt of a verification pass response from the AAA server; the old authenticator is configured to interact with the new authenticator, to determine whether to accept the anchor authenticator relocation request of the MS, to send an authenticator relocation success or complete response to the new authenticator when determining the new authenticator is trusted, and to relocate the anchor authenticator to the new authenticator; and the AAA server is configured to verify the new authenticator and to send a verification pass response to the new authenticator when the verification is passed, wherein the new authenticator is further configured to request an MS context from the old authenticator; and the old authenticator is further configured to return the MS context and an old Master Session Key (MSK) corresponding to the MS to the new authenticator, when confirming that the new authenticator is trusted; wherein each of the new authenticator, the old authenticator and the AAA server is a component that comprises a computer processor and a memory, the respective memory storing computer-readable instructions that when executed by the respective computer processor implement the functions of the respective components.

14. The anchor authenticator relocation system according to claim 13, wherein the old authenticator is further configured to reject the anchor authenticator relocation request, when detecting that an set of re-authentication or authenticator relocation is in progress.

15. The anchor authenticator relocation system according to claim 14, wherein the old authenticator is further configured to set an authenticator relocation locking state for the MS when accepting the anchor authenticator relocation request, and accordingly, to remove the authenticator relocation locking state for the MS when confirming that the new authenticator is trusted.

16. The anchor authenticator relocation system according to claim 15, wherein the old authenticator is specifically configured to: set an anchor authenticator relocation locking state identifier for the MS, and reject any other authenticator relocation request and/or re-authentication request until the authenticator relocation locking state is removed, when the anchor authenticator relocation locking state identifier indicates a locking state; or set a counter for the MS, and reject any other authenticator relocation request and/or re-authentication request when a value of the counter is an odd number; or set in the old authenticator a timer for the MS when the authenticator relocation of the MS occurs in the old authenticator, and reject any other authenticator relocation request and/or re-authentication request until the timer runs out of time; wherein the old authenticator is further configured to set a re-authentication locking state for the MS, and accordingly, to remove the re-authentication locking state for the MS when confirming that the new authenticator is trusted.

17. The anchor authenticator relocation system according to claim 13, wherein the old authenticator is further configured to send the AAA server a notification message, which notifies the AAA server of the new authenticator to be switched to and of the new authenticator related information or a security parameter provided by the old authenticator, so as for the AAA server to verify the new authenticator.

18. The anchor authenticator relocation system according to claim 17, wherein the new authenticator is further configured to send an authenticator relocation complete acknowledgement message to the old authenticator.

19. The anchor authenticator relocation system according to claim 18, wherein the old authenticator is further configured to clear up the MS related information when acknowledging that the authenticator relocation is successfully completed.

20. The anchor authenticator relocation system according to claim 19, wherein the old authenticator is further configured to initiate a process causing the MS to exit a network when acknowledging that the authenticator relocation is rejected or failed.