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ABSTRACT
The disclosure provides a method and a terminal for locking/unlocking a screen of a terminal based on Radio Frequency Identification (RFID). The method includes: the terminal receives locking or unlocking information carrying authentication information from an external electronic tag via an RFID reader; user identity authentication is performed according to the authentication information; and the screen of the terminal is locked or unlocked according to the locking or unlocking information, after the authentication succeeds. With the method and the terminal, user experience can be achieved by waving a mobile phone and the screen can be opened while being unlocked, thus, the user experience of locking/unlocking screen is improved.
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METHOD AND TERMINAL FOR LOCKING/UNLOCKING TERMINAL SCREEN BASED ON RFID

TECHNICAL FIELD

[0001] The disclosure relates to the field of mobile communications, and in particular to a method and a terminal for locking/unlocking a screen of a terminal based on Radio Frequency Identification (RFID).

BACKGROUND

[0002] With the growing popularity of mobile phone terminals, the screen unlocking method for a mobile phone becomes more and more diversified in recent years. From the earliest keypad-based mobile phone which is unlocked through key combination to the present touch-screen mobile phone, multiple unlocking methods are developed out gradually, such as, touching along a fixed trace, moving an unlocking element towards a target area and filling blank areas; besides, there is also a method for locking a mobile phone based on human characteristics, for example, locking a mobile phone through the identification of characteristics such as human face, fingerprint and voice also becomes an existing technology and is known by public.

[0003] At present, the development purpose of the screen unlocking method is to reduce the probability of error unlocking, improve privacy and security during an unlocking process and improve user’s happiness in an unlocking operation. However, the user’s happiness is low in common contact-type unlocking methods of the conventional mobile phone unlocking technology; in addition, a mobile phone can be unlocked by any person in most of existing mobile phone screen unlocking methods, and the user cannot decide on his/her own that the mobile phone screen is unlocked by the user himself/herself only. Thus, low security is caused during the use of mobile phone.

[0004] RFID is a technology that implements short distance transmission of information through inductive electromagnetic coupling. The structure of a corresponding RFID apparatus includes a reader and an electronic tag. The reader transmits a radio-frequency signal of a specific frequency continuously through an antenna, so that a driving electromagnetic field is formed in a certain range of the reader. When the electronic tag enters the electromagnetic field, the electronic tag is excited to generate an induced current and acquires energy from the induced current to send out the information stored in the electronic tag. Then, the reader reads the information through the antenna, decodes the information and performs corresponding communication process.

[0005] The application frequency of the RFID technology is extensive, from low-frequency 125 KHz to high-frequency 5.8 GHz. The Bus card is one example of this technology.

[0006] The RFID is a one-way data transmission technology. If two parties both have a reader and an electronic tag, the one-way data transmission becomes a two-way data transmission, that is, Near Field Communication (NFC). At present, the application of NFC on mobile phone includes a pasting card scheme, a Smart Mobile Application Platform (SMAP) scheme and a Radio Frequency Subscriber Identity Module (RF-SIM) scheme. In the RF-SIM scheme, the working frequency is 2.4 GHz, no external antenna is needed, and a mobile phone can work just when provided with a corresponding SIM card in the condition that the mobile phone supplies sufficient power to the SIM card.

[0007] At present, the technology of locking/unlocking the screen of a mobile phone through RFID is a scheme to be further studied and developed.

SUMMARY

[0008] The main purpose of the disclosure is to provide a method and a terminal for locking/unlocking a screen of a terminal based on RFID, so as to improve the user experience of locking/unlocking terminal screen and the security of terminal in use.

[0009] In order to achieve the purpose above, the disclosure provides a method for locking/unlocking a screen of a terminal based on RFID, including:

[0010] receiving, by the terminal, via an RFID reader, locking or unlocking information carrying authentication information sent by an external electronic tag;

[0011] performing user identity authentication according to the authentication information; and

[0012] locking or unlocking the screen of the terminal according to the locking or unlocking information, after the authentication succeeds.

[0013] Preferably, the step of performing user identity authentication according to the authentication information may include:

[0014] determining whether the authentication information is consistent with user authentication information stored in the terminal; if so, determining that the authentication succeeds; otherwise, determining that the authentication fails.

[0015] Preferably, the step of locking or unlocking the screen of the terminal according to the locking or unlocking information may include:

[0016] when information received from the electronic tag is locking information, then determining whether the screen of the terminal is unlocked;

[0017] if unlocked, then locking the screen of the terminal; otherwise, performing no operation.

[0018] Preferably, the step of locking or unlocking the screen of the terminal according to the locking or unlocking information may include:

[0019] when information received from the electronic tag is unlocking information, then determining whether the screen of the terminal is locked;

[0020] if locked, then unlocking the screen of the terminal; otherwise, performing no operation.

[0021] Preferably, the electronic tag may include a first electronic tag configured to send the locking information, a second electronic tag configured to send the unlocking information, and a shielding part configured to switch functions of the first and second electronic tags.

[0022] The disclosure also provides a terminal for locking/unlocking a screen of the terminal based on RFID, including:

[0023] a receiving module, which is configured to receive, via an RFID reader, locking or unlocking information carrying authentication information from an external electronic tag;

[0024] an authentication module, which is configured to perform user identity authentication according to the authentication information; and

[0025] a locking/unlocking module, which is configured to lock or unlock the screen of the terminal according to the locking or unlocking information after the authentication of the authentication module succeeds.
Preferably, the authentication module may be further configured to determine whether the authentication information is consistent with the user authentication information stored in the terminal; if so, then determine that the authentication succeeds; otherwise, determine that the authentication fails.

Preferably, the locking/unlocking module may include:

- a determination unit, which is configured to determine whether the screen of the terminal is unlocked when information received from the electronic tag is locking information; and
- an operation unit, which is configured to lock the screen of the terminal when the screen of the terminal is unlocked and to perform no operation when the screen of the terminal is locked.

Preferably, the determination unit may be further configured to determine whether the screen of the terminal is locked when information received from the electronic tag is unlocking information; and

the operation unit may be further configured to unlock the screen of the terminal when the screen of the terminal is locked and to perform no operation when the screen of the terminal is unlocked.

Preferably, the electronic tag may include a first electronic tag configured to send the locking information, a second electronic tag configured to send the unlocking information, and a shielding part configured to switch functions of the first and second electronic tags.

Preferably, the electronic tag may be arranged on a personal article of a user, the personal article including a ring, a necklace, a key chain and/or a bracelet.

With the method and the terminal provided by the disclosure for locking/unlocking a screen of a terminal based on RFID, screen locking/unlocking is implemented through authentication by making an external electronic tag cooperating with an RFID reader in the terminal (for example, a mobile phone). Thus, on one aspect, the security of terminal in use is improved; once a user locks a screen of a terminal using her/his own electronic tag, the screen can be unlocked through the user's own electronic tag only; therefore, the possibility of privacy leaking is greatly reduced; on another aspect, the electronic tag can be arranged on a personal article of the user, such as a ring, a bracelet and the like; when unlocking the screen, the user only needs to wave the hand in front of the terminal to automatically light and turn on the screen, therefore, the user experience of locking/unlocking terminal screen is improved.

**BRIEF DESCRIPTION OF THE DRAWINGS**

FIG. 1 shows a flowchart of one embodiment of a method for locking/unlocking a screen of a terminal based on RFID in the disclosure;

FIG. 2 shows a flowchart for locking/unlocking a screen of a terminal according to locking/unlocking information in one embodiment of the method for locking/unlocking the screen of the terminal based on RFID in the disclosure;

FIG. 3 shows a structure diagram of one embodiment of a terminal for locking/unlocking a screen of a terminal based on RFID in the disclosure; and

FIG. 4 shows a structure diagram of a locking/unlocking module in one embodiment of the terminal for locking/unlocking a screen of a terminal based on RFID in the disclosure.

**DETAILED DESCRIPTION**

The solution according to the embodiments of the disclosure mainly is to lock/unlock a screen of a terminal through an authentication by making an external electronic tag cooperate with an RFID reader in the terminal, so as to improve the security of terminal in use and the user experience.

The implementation of the disclosure requires a terminal to support an NFC function or at least support an RFID reader function in hardware. In the following embodiments, the technical scheme of the disclosure is illustrated in detail by taking a mobile phone terminal having the RFID reader function as an example.

As shown in FIG. 1, one embodiment of the disclosure provides a method for locking/unlocking a screen of a terminal based on RFID, which includes the following steps:

1. Step S101: the terminal receives locking or unlocking information carrying authentication information from an external electronic tag via an RFID reader.

2. Taking a mobile phone as an example, in this embodiment, the RFID reader is arranged in the mobile phone and the electronic tag is separated from the mobile phone, wherein the electronic tag can be manufactured to be carried by a user, for example, integrated into a plastic ring, a bracelet, a key ring, a necklace pendant or a mobile phone pendant.

3. The electronic tag should have two different modes, namely, locking mode and unlocking mode, or, one same electronic tag can send two kinds of information, namely, screen locking information and screen unlocking information, to the mobile phone through a physical bidirectional switching mode according to user requirements.

4. When the electronic tag passes through an electromagnetic field emitted by the RFID reader, the electronic tag is evoked to send locking information or unlocking information to the RFID reader; then, the RFID reader performs corresponding processing according to the received locking information or unlocking information.

5. In this embodiment, the electronic tag should also send authentication information, besides sending the locking information and unlocking information, that is to say, it is needed to guarantee that only the electronic tag of the user himself/herself can lock or unlock the screen of the user's mobile phone.

6. Therefore, the locking information or unlocking information sent by the electronic tag needs to carry the authentication information used for performing user identity authentication.

7. The technology of writing information into the electronic tag can adopt an existing mature method, and no further description is needed here.

8. Step S102: user identity authentication is performed according to the authentication information; if the authentication succeeds, Step S103 is executed; otherwise, the process ends.

9. The authentication information of the user is stored in the mobile phone in advance; when the mobile phone receives the locking or unlocking information sent from the electronic tag, the mobile phone determines whether the authentication information carried in the locking or unlocking information is consistent with the user authentication information stored in the mobile phone; if so, it is determined that the authentication succeeds; otherwise, it is determined that the authentication fails.
Step S103: the screen of the terminal is locked or unlocked according to the locking or unlocking information.

After the authentication succeeds, the mobile phone locks or unlocks the screen according to the current status of the screen.

As shown in FIG. 2, Step S103 includes the following steps:

Step S1031: determining whether the received information is locking information or unlocking information; if the received information is locking information, entering Step S1032; otherwise, entering Step S1035.

Step S1032: determining whether the screen of the terminal is unlocked; if so, entering Step S1033; otherwise, entering Step S1034.

Step S1033: locking the screen of the terminal;

Step S1034: performing no operation;

Step S1035: determining whether the screen of the terminal is locked; if so, entering Step S1036; otherwise, entering Step S1034.

Step S1036: unlocking the screen of the terminal.

Hereinafter, the locking or unlocking operation performed on the mobile phone screen is described in detail by taking the electronic tag being integrated into a ring of a user for example.

The RFID reader embedded in the mobile phone can emit an electromagnetic field to vicinity, and can receive the unlocking information or locking information sent from the electronic tag.

If the current mode of the mobile phone screen is locked and the user selects the unlocking mode of electronic tag, when the hand of the user wearing the ring waves from in front of the mobile phone, the electronic tag in the ring enters the electromagnetic field emitted by the RFID reader of the mobile phone and is evoked by the electromagnetic field to send out an unlocking signal, that is, to send unlocking information to the RFID reader; after the RFID reader receives the unlocking information, the RFID performs user identity authentication and specifically determines whether the authentication information carried in the unlocking information is consistent with an authentication code stored in the mobile phone in advance; after determining that the authentication succeeds and the unlocking information is correct, the RFID reader executes an unlocking action for the mobile phone screen.

If the current mode of the mobile phone screen is unlocked and the user selects the locking mode of electronic tag, when the hand of the user wearing the ring waves from in front of the mobile phone, the electronic tag in the ring enters the electromagnetic field emitted by the RFID reader of the mobile phone and is evoked by the electromagnetic field to send out a locking signal, that is, to send locking information to the RFID reader; after the RFID reader receives the locking information, the RFID performs user identity authentication and specifically determines whether the authentication information carried in the unlocking information is consistent with an authentication code stored in the mobile phone in advance; after determining that the authentication succeeds and the locking information is correct, the RFID reader executes a locking action for the mobile phone screen.

It should be noted that the electronic tag in this embodiment should have two different functions, namely, sending locking information and sending unlocking information; therefore, one electronic tag may include a first electronic tag configured to send the locking information, a second electronic tag configured to send the unlocking information, and a shielding part configured to switch the functions of the first and second electronic tags. While the first electronic tag is used, the electromagnetic field in the vicinity of the second electronic tag can be shielded through the shielding part, so that the second electronic tag does not function and the first electronic tag functions only, and vice versa. In actual application, the user only needs to shift the shielding part to a different position to control the electronic tag to enter the locking mode or unlocking mode.

In this embodiment, screen locking/unlocking is implemented through an authentication by making the external electronic tag cooperated with the RFID reader in the mobile phone; thus, the security of mobile phone in use can be improved first; once a user locks a mobile phone screen using her/his own electronic tag, the screen can be unlocked through the user's own electronic tag only, therefore, the possibility of privacy leaking is greatly reduced; further, the user experience of locking/unlocking mobile phone screen is improved, for example, if the user integrates the electronic tag into a ring, then, the user only needs to wave the hand wearing the ring in front of the mobile phone to automatically light the screen of the mobile phone and thus to turn on the screen of the mobile phone.

As shown in FIG. 3, one embodiment of the disclosure provides a terminal for locking/unlocking a screen of a terminal based on RFID, which includes a receiving module 301, an authentication module 302 and a locking/unlocking module 303, wherein the receiving module 301 is configured to receive, via an RFID reader, locking or unlocking information carrying authentication information from an external electronic tag.

Taking a mobile phone as an example, in this embodiment, the RFID reader is arranged in the mobile phone and the electronic tag is separated from the mobile phone, wherein the electronic tag can be manufactured to be carried by a user, for example, integrated into a plastic ring, a bracelet, a key ring, a necklace pendant or a mobile phone pendant.

The electronic tag should have two different modes, namely, locking mode and unlocking mode, or, one same electronic tag can send two kinds of information, namely, screen locking information and screen unlocking information, to the mobile phone through a physical bidirectional switching mode according to user requirements.

When the electronic tag passes through an electromagnetic field emitted by the RFID reader, the electronic tag is evoked to send the locking information or unlocking information to the RFID reader; then, the RFID reader performs corresponding processing according to the received locking information or unlocking information.

In this embodiment, the electronic tag should also send authentication information, besides sending the locking information and unlocking information, that is to say, it is needed to guarantee that only the electronic tag of the user himself/herself can lock or unlock the screen of the user's mobile phone.

Therefore, the locking information or unlocking information sent by the electronic tag needs to carry the authentication information used for performing user identity authentication.

The technology of writing information into the electronic tag can adopt an existing mature method, and no further description is needed here.
The authentication module 302 is configured to perform user identity authentication according to the authentication information, and specifically to:

- determine whether the authentication information is consistent with the user authentication information stored in the terminal; if so, determine that the authentication succeeds; otherwise, determine that the authentication fails.

The authentication information of the user is stored in the mobile phone in advance; when the receiving module 301 of the mobile phone receives the locking or unlocking information sent from the electronic tag, it is determined through the authentication module 32 whether the authentication information carried in the locking or unlocking information is consistent with the user authentication information stored in the mobile phone; if so, it is determined that the authentication succeeds; otherwise, it is determined that the authentication fails.

The locking/unlocking module 303 is configured to lock or unlock the screen of the terminal according to the locking or unlocking information after the authentication succeeds.

After the authentication succeeds, the locking/unlocking module 303 of the mobile phone locks or unlocks the screen according to the current status of the screen.

As shown in FIG. 4, the locking/unlocking module 303 includes a determination unit 3031 and an operation unit 3032, wherein

the determination unit 3031 is configured to determine whether the screen of the terminal is unlocked when information received from the electronic tag is locking information; and

the operation unit 3032 is configured to lock the screen of the terminal if the screen of the terminal is unlocked and to perform no operation when the screen of the terminal is locked.

Further, the determination unit 3031 is further configured to determine whether the screen of the terminal is locked when the information received from the electronic tag is unlocking information; and

the operation unit 3032 is further configured to unlock the screen of the terminal when the screen of the terminal is locked and to perform no operation when the screen of the terminal is unlocked.

It should be noted that the electronic tag in this embodiment should have two different functions, namely, sending locking information and sending unlocking information; therefore, one electronic tag may include a first electronic tag configured to send the locking information, a second electronic tag configured to send the unlocking information, and a shielding part configured to switch the functions of the first and second electronic tags. While the first electronic tag is used, the electromagnetic field in the vicinity of the second electronic tag can be shielded through the shielding part, so that the second electronic tag does not function and the first electronic tag functions only, and vice versa. In actual application, the user only needs to shift the shielding part to a different position to control the electronic tag to enter the locking mode or unlocking mode.

In the embodiment of the disclosure, with the method and the terminal for locking/unlocking a screen of a terminal based on RFID, screen locking/unlocking is implemented through an authentication by making the external electronic tag cooperate with the RFID reader in the terminal (for example, a mobile phone). Thus, on one aspect, the security of terminal in use is improved; once a user locks a screen of a terminal using her/his own electronic tag, the screen can be unlocked through the user's own electronic tag only, therefore, the possibility of privacy leaking is greatly reduced; on another aspect, the electronic tag can be arranged on a personal article of the user, such as a ring, a bracelet and the like; when unlocking the screen, the user only needs to wave the hand in front of the terminal to automatically light and turn on the screen, therefore, the user experience of locking/unlocking terminal screen is improved. In addition, the screen locking/unlocking method of the disclosure is not only applicable to mobile phones, but also applicable to other terminals having a screen locking/unlocking function, such as a Personal Computer (PC), and a Personal Digital Assistant (PDA).

The above are only the preferred embodiments of the disclosure and are not intended to limit the patent scope of the disclosure. Any equivalent structures or equivalent flow modifications made according to the description and the accompanying drawings of the disclosure and applied in other relevant technical fields directly or indirectly are deemed to be included in the patent protection scope of the disclosure.

1. A method for locking/unlocking a screen of a terminal based on Radio Frequency Identification (RFID), comprising:

- receiving, by the terminal, via an RFID reader, locking or unlocking information carrying authentication information sent by an external electronic tag;
- performing user identity authentication according to the authentication information; and
- locking or unlocking the screen of the terminal according to the locking or unlocking information, after the authentication succeeds.

2. The method according to claim 1, wherein the step of performing user identity authentication according to the authentication information comprises:

- determining whether the authentication information is consistent with user authentication information stored in the terminal; if so, determining that the authentication succeeds; otherwise, determining that the authentication fails.

3. The method according to claim 1, wherein the step of locking or unlocking the screen of the terminal according to the locking or unlocking information comprises:

- when information received from the electronic tag is locking information, then determining whether the screen of the terminal is unlocked;
- if unlocked, then locking the screen of the terminal; otherwise, performing no operation.

4. The method according to claim 1, wherein the step of locking or unlocking the screen of the terminal according to the locking or unlocking information comprises:

- when information received from the electronic tag is unlocking information, then determining whether the screen of the terminal is locked;
- if locked, then unlocking the screen of the terminal; otherwise, performing no operation.

5. The method according to claim 1, wherein the electronic tag comprises a first electronic tag configured to send the locking information, a second electronic tag configured to send the unlocking information, and a shielding part configured to switch functions of the first and second electronic tags.
6. A terminal for locking/unlocking a screen of the terminal based on Radio Frequency Identification (RFID), comprising:

a receiving module, which is configured to receive, via an RFID reader, locking or unlocking information carrying authentication information from an external electronic tag;

an authentication module, which is configured to perform user identity authentication according to the authentication information; and

a locking/unlocking module, which is configured to lock or unlock the screen of the terminal according to the locking or unlocking information after the authentication of the authentication module succeeds.

7. The terminal according to claim 6, wherein the authentication module is further configured to determine whether the authentication information is consistent with user authentication information stored in the terminal; if so, then determine that the authentication succeeds; otherwise, determine that the authentication fails.

8. The terminal according to claim 6, wherein the locking/unlocking module comprises:

a determination unit, which is configured to determine whether the screen of the terminal is unlocked when information received from the electronic tag is locking information; and

an operation unit, which is configured to lock the screen of the terminal when the screen of the terminal is unlocked and to perform no operation when the screen of the terminal is locked.

9. The terminal according to claim 8, wherein the determination unit is further configured to determine whether the screen of the terminal is locked when information received from the electronic tag is unlocking information; and the operation unit is further configured to unlock the screen of the terminal when the screen of the terminal is locked and to perform no operation when the screen of the terminal is unlocked.

10. The terminal according to claim 6, wherein the electronic tag comprises a first electronic tag configured to send the locking information, a second electronic tag configured to send the unlocking information, and a shielding part configured to switch functions of the first and second electronic tags.

11. The terminal according to claim 6, wherein the electronic tag is arranged on a personal article of a user, the personal article comprising a ring, a necklace, a key chain and a bracelet.

12. The method according to claim 2, wherein the electronic tag comprises a first electronic tag configured to send the locking information, a second electronic tag configured to send the unlocking information, and a shielding part configured to switch functions of the first and second electronic tags.

13. The method according to claim 3, wherein the electronic tag comprises a first electronic tag configured to send the locking information, a second electronic tag configured to send the unlocking information, and a shielding part configured to switch functions of the first and second electronic tags.

14. The method according to claim 4, wherein the electronic tag comprises a first electronic tag configured to send the locking information, a second electronic tag configured to send the unlocking information, and a shielding part configured to switch functions of the first and second electronic tags.

15. The terminal according to claim 7, wherein the electronic tag comprises a first electronic tag configured to send the locking information, a second electronic tag configured to send the unlocking information, and a shielding part configured to switch functions of the first and second electronic tags.

16. The terminal according to claim 8, wherein the electronic tag comprises a first electronic tag configured to send the locking information, a second electronic tag configured to send the unlocking information, and a shielding part configured to switch functions of the first and second electronic tags.

17. The terminal according to claim 9, wherein the electronic tag comprises a first electronic tag configured to send the locking information, a second electronic tag configured to send the unlocking information, and a shielding part configured to switch functions of the first and second electronic tags.

18. The terminal according to claim 7, wherein the electronic tag is arranged on a personal article of a user, the personal article comprising a ring, a necklace, a key chain and a bracelet.

19. The terminal according to claim 8, wherein the electronic tag is arranged on a personal article of a user, the personal article comprising a ring, a necklace, a key chain and a bracelet.

20. The terminal according to claim 9, wherein the electronic tag is arranged on a personal article of a user, the personal article comprising a ring, a necklace, a key chain and a bracelet.