The disclosure discloses an access method and apparatus for an Multi-protocol Label Switching Layer 2 Virtual Private Network (MPLS L2VPN), wherein the method includes the following steps: respectively making a message of a customer side and a message of a network side access operator routing equipment, setting access types of the messages to be mapped to virtual ports, and respectively allocating respective Source Virtual Ports (SVP) and Destination Virtual Ports (DVP) of the customer side and the network side to each access; establishing a data forwarding channel of the MPLS L2VPN by respectively establishing connection from the SVP of the customer side to the DVP of the opposite side and the connection from the SVP of the network side to the DVP of the opposite side. With the disclosure, various access modes are uniformly mapped to virtual ports, and then the MPLS L2VPN is accessed; furthermore, forwarding can be performed based on a Virtual Switch Interface (VSI) and virtual ports. Thus, the disclosure enhances the extensibility of accessing the MPLS L2VPN by is customer messages, reduces the management complexity of accessing the MPLS L2VPN and the difficulty in system development, and improves the system reliability.
A customer side makes a layer 2 Ethernet message access a PE, sets an access type of the message to be mapped to a virtual port, and allocates an SVP of the customer side and a DVP of the customer side to each access.

A network side makes an MPLS message access the PE, sets an access type of the message to be mapped to a virtual port, and allocates an SVP of the network side and a DVP of the network side to each access.

The customer side and the network side establish a data forwarding channel of the MPLS L2VPN by establishing connection from their respective SVPs to the DVPs of the opposite sides.

End
ACCESS METHOD AND APPARATUS FOR MULTI-PROTOCOL LABEL SWITCHING LAYER 2 VIRTUAL PRIVATE NETWORK

TECHNICAL FIELD

[0001] The disclosure relates to the field of network interinternetworking, in particular to an access method and apparatus for a Multi-protocol Label Switching Layer 2 Virtual Private Network (MPLS L2VPN).

BACKGROUND

[0002] With the rapid development of Internet, for meeting requirements of different customers and different types of service traffic for accessing an IP network, different networking technologies are required to be adopted; at present, the Ethernet is applied widely, and it belongs to a local area network technology; however, branches of many large enterprises are distributed in different places, therefore it is needed to adopt a network technology to connect them with each other and ensure a certain degree of privacy. At present, an MPLS L2VPN is adopted universally to achieve that purpose, as is shown in FIG. 1. A communication process of a message sent by a Customer Edge 1 (CE1) in an MPLS L2VPN is given below as an example for illustration.

[0003] With reference to FIG. 1, message transmission from CE1 to CE2 needs to traverse the MPLS L2VPN, and the message transmission needs the following three steps: 1, a customer layer 2 Ethernet message is made to access a Provider Edge 1 (PE1) and forwarded to a Provider (P) device; 2, a Multi-protocol Label Switching (MPLS) message is forwarded to the PEI through the intermediate PE device; 3, the MPLS message is ended at a PE2 and forwarded to the CE2.

[0004] Step 1 is a forwarding process of making an Ethernet message of the CE1 access the PE1; first, it is required to establish a Virtual Switch Interface (VSI) on the PE1; a customer message accesses the VSI through a port, a Virtual Local Area Network (VLAN) or QinQ; an source Medium Access Control (MAC) address is learned at the port or in the VLAN; then, an MAC address table is looked up according to a destination MAC address, and an output port and a VLAN of the destination MAC address are checked; after an output port of the next hop is found, a Virtual Circuit (VC) label, a tunnel label and layer 3 link information are encapsulated and forwarded to the P device;

[0005] Step 2 is a forwarding process of the MPLS message in the P device: the P device only performs label switching on the MPLS message, namely, only modifying the outmost message header and tunnel label, while the VC label and an inner customer message are kept unchanged; if the P device is a Penultimate Hop Popping (PHP) node, the outer tunnel label pops up;

[0006] Step 3 is a forwarding process of ending the MPLS message at the PE2 and forwarding it to the CE2; supposing that the tunnel label pops up at the P device, the MPLS message is forwarded at the PE2 to a corresponding VSI according to the VC label; the VC label is detached, and the source MAC address of the customer message is learned to find a VC interface; then, the output port and VLAN are found according to a destination MAC address of the inner customer message, and the MPLS message is forwarded to the corresponding CE2.

[0007] In the above process that an Ethernet customer message of a CE traverses the MPLS L2VPN, there are many modes of making the customer message access the VSI, is such as through a Port, or a VLAN, or QinQ, or a Port and a VLAN, or a Port and QinQ, and the modes can also an MPLS access mode. Because there are a variety of access types of a L2VPN, it is needed to look for different interface types during MAC address learning and forwarding, which results in the complexity of implementing the L2VPN on the PE and poor extensibility of accessing, and decreases the system reliability.

SUMMARY

[0008] On that account, the technical problem to be solved by the disclosure is to provide an access method and apparatus for an MPLS L2VPN, which solve the problem in the current mode of directly accessing an L2VPN that the extensibility of accessing is poor and equipment is complex by uniformly mapping various access types of customer messages to a virtual port, and then accessing an MPLS L2VPN through the virtual port.

[0009] For solving above technical problem, the following technical solutions are provided.

[0010] An access method for an MPLS L2VPN is provided, which includes: making, by a customer side and a network side, their respective messages access operator routing equipment, setting access types of the messages to be mapped to virtual ports, and respectively allocating their respective Source Virtual Ports (SVP) and Destination Virtual Ports (DVP) to each access; and establishing, by the customer side and the network side, a data forwarding channel of the MPLS L2VPN by establishing connection from their respective SVPs to DVPs of opposite sides.

[0011] The establishing, by the customer side and the network side, a data forwarding channel of the MPLS L2VPN by establishing connection from their respective SVPs to DVPs of opposite sides may include: when the customer side and the network side determine that the MPLS L2VPN accessed through the virtual ports is a Virtual Private Wire Service (VPWS) network, establishing, by the customer side and the network side, a data forwarding channel of the VPWS network by establishing connection from their respective SVPs to the DVPs of the opposite sides.

[0012] The establishing, by the customer side and the network side, a data forwarding channel of the MPLS L2VPN by establishing connection from their respective SVPs to DVPs of opposite sides may include: when the customer side and the network side determine that the MPLS L2VPN accessed through the virtual ports is a Virtual Private LAN Service (VPLS) network, establishing a Virtual Switch Interface (VSI), associating the virtual ports of the customer side and the network side with the VSI, and establishing, by the customer side and the network side, a data forwarding channel of the VPLS network by establishing connection from their respective SVPs to the DVPs of the opposite sides.

[0013] The access type of the message of the customer side may be Port, or VLAN, or QinQ, or Port and VLAN, or Port and QinQ, or VLAN and QinQ; and the access type of the message of the network side may be Label or Port.

[0014] The SVP may be used for receiving the messages, and the DVP may be used for sending the messages.

[0015] An access apparatus for an MPLS L2VPN is provided, which includes a control module and a connection establishing module, wherein the control module is configured to respectively make a message of a customer side and a message of a
network side access operator routing equipment, set access types of the messages to be mapped to virtual ports, allocate respective SVPs and DVPs of the customer side and the network side to each access, and send informed of the virtual ports after allocation to the connection establishing module; and

the connection establishing module is configured to establish a data forwarding channel of the MPLS L2VPN by respectively establishing connection from the SVP of the customer side to the DVP of the network side and connection from the SVP of the network side to the DVP of the customer side, according to the information of the virtual ports after allocation which is sent by the control module.

The connection establishing module is configured to establish a data forwarding channel of the MPLS L2VPN by respectively establishing connection from the SVP of the customer side to the DVP of the network side and the connection from the SVP of the network side to the DVP of the customer side, which may refer to that: when the connection establishing module determines that the MPLS L2VPN accessed by the customer side and the network side through the virtual ports is a VPWS network, the customer side and the network side establish a data forwarding channel of the VPWS network by establishing connection from their respective SVPs to the DVPs of opposite sides.

The connection establishing module is configured to establish a data forwarding channel of the MPLS L2VPN by respectively establishing connection from the SVP of the customer side to the DVP of the network side and connection from the SVP of the network side to the DVP of the customer side, which may refer to that: when the connection establishing module determines that the MPLS L2VPN accessed by the customer side and the network side through the virtual ports is a VPLS network, the VSI is established, the virtual ports of the customer side and the network side are associated with the VSI, and the customer side and the network side establish a data forwarding channel of the VPLS network by establishing connection from their respective SVPs to the DVPs of the opposite sides.

The access type of the message of the customer side, which is set by the control module, may be Port, or VLAN, or QinQ, or Port and VLAN, or Port and QinQ, or VLAN and QinQ; and the access type of the message of the network side, which is set by the control module, may be Label or Port.

The SVP set by the control module may be used for receiving the messages, and the DVP set by the control module may be used for sending the messages.

Compared with the existing technology, by uniformly mapping various access modes to virtual ports, accessing an MPLS L2VPN and carrying out the forwarding based on a VSI and the virtual ports, the disclosure enhances the extensibility of accessing the MPLS L2VPN by customer messages, reduces the management complexity of accessing the L2VPN and the difficulty in system development, and improves the system reliability.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 shows a schematic diagram of customers accessing an MPLS L2VPN and the networking for the MPLS L2VPN in the existing technology;

FIG. 2 shows a flowchart of accessing an MPLS L2VPN through virtual ports of the present disclosure;

FIG. 3 shows a structure diagram of an access apparatus for an MPLS L2VPN of the present disclosure;

FIG. 4 shows a forwarding flowchart of accessing a VPWS network through virtual ports of the present disclosure; and

FIG. 5 shows a forwarding flowchart of accessing a VPLS network through virtual ports of the present disclosure.

DETAILED DESCRIPTION

The disclosure is further described below with reference to the accompanying drawings and embodiments.

The main idea of the disclosure is that: the customer side and the network side respectively make their messages access operator routing equipment, set access types of the messages to be mapped to virtual ports, and respectively allocate their respective Source Virtual Ports (SVPs) and Destination Virtual Ports (DVPs) to each access; the customer side and the network side establish a data forwarding channel of an MPLS L2VPN by establishing connection from their respective SVPs to the DVPs of the opposite sides.

As shown in FIG. 2, a flowchart of accessing the MPLS L2VPN through virtual ports of the present disclosure includes the following steps:

Step 210: the customer side makes a layer 2 Ethernet message access a PE, sets an access type of the message to be mapped to a virtual port, and allocates an SVP of the customer side and a DVP of the customer side to each access;

wherein the access type of the layer 2 Ethernet message of the customer side can be a Port, or a VLAN, or QinQ, or a Port and a VLAN, or a Port and QinQ, or a VLAN and QinQ;

wherein the SVP of the customer side is used for receiving the message, and the DVP of the customer side is used for sending the message.

Step 220: the network side makes an MPLS message access the PE, sets an access type of the message to be mapped to a virtual port, and allocates an SVP of the network side and a DVP of the network side to each access;

wherein the access type of the MPLS message of the network side can be a Label or a Port;

wherein the SVP of the network side is used for receiving the message, and the DVP of the network side is used for sending the message.

And Step 230: the customer side and the network side establish a data forwarding channel of the MPLS L2VPN by establishing connection from their respective SVPs to the DVPs of the opposite sides;

wherein when the customer side and the network side determine that the MPLS L2VPN accessed through the virtual ports is a VPWS network, the customer side and the network side establish a data forwarding channel of the VPWS network by establishing connection from their respective SVPs to the DVPs of the opposite sides;

wherein when the customer side and the network side determine that the MPLS L2VPN accessed through the virtual ports is a Virtual Private LAN Service (VPLS) network, a VSI is established, the virtual ports of the customer side and the network side are associated with the VSI, and the customer side and the network side establish a data forwarding channel of the VPLS network by establishing connection from their respective SVPs to the DVPs of the opposite sides.

As shown in FIG. 3, an access apparatus 301 for an MPLS L2VPN includes a control module 302 and a connection establishing module 303, wherein the control module 302 is configured to respectively make a message of a customer side 10 and a message of a
network side 20 access operator routing equipment, set access
types of the messages to be mapped to virtual ports, respec-
tively allocate respective SVPs and DVPs of the customer
side and the network side to each access, and send informa-
tion of the virtual ports after allocation to the connection
establishing module 303;
[0042] the access type of the message of the customer side
10, which is set by the control module 302, is a Port, or a
VLAN, or QinQ, or a Port and a VLAN, or a Port and QinQ,
or a VLAN and QinQ;
[0043] the access type of the message of the network side
20, which is set by the control module 302, is a Label or a Port.
[0044] The SVP set by the control module 302 is used for
receiving the messages, and the DVP set by the control mod-
ule 302 is used for sending the messages.
[0045] The connection establishing module 303 is con-
figured to establish a data forwarding channel of the MPLS
L2VPN by respectively establishing connection from the
SVP of the customer side 10 to the DVP of the network side
and the connection from the SVP of the network side 20 to
the DVP of the customer side, according to the information
of the virtual ports after allocation which is sent by the control
module 302.
[0046] The connection establishing module 303 establish-
ing a data forwarding channel of the MPLS L2VPN by
respectively establishing connection from the SVP of the
customer side 10 to the DVP of the network side and the
connection from the SVP of the network side 20 to the DVP
of the customer side may specifically include:
[0047] when the connection establishing module 303 deter-
mines that the MPLS L2VPN accessed by the customer side
10 and the network side 20 through the virtual ports is a is
VPWS network, the customer side 10 and the network side 20
establish a data forwarding channel of the VPWS network by
establishing connection from their respective SVPs to the
DVPs of the opposite sides.
[0048] The connection establishing module 303 establish-
ing a data forwarding channel of the MPLS L2VPN by
respectively establishing connection from the SVP of the
customer side 10 to the DVP of the network side and the
connection from the SVP of the network side 20 to the DVP
of the customer side may specifically include:
[0049] when the connection establishing module 303 deter-
mines that the MPLS L2VPN accessed by the customer side
10 and the network side 20 through the virtual ports is a VPLS
network, a VSI is established, the virtual ports of the customer
side 10 and the network side 20 are associated with the VSI,
and the customer side 10 and the network side 20 establish a
data forwarding channel of the VPLS network by establish-
ing connection from their respective SVPs to the DVPs of the
opposite sides.
[0050] Accessing the VPWS network through the virtual
ports in the present disclosure includes: making a layer 2
Ethernet message of the customer side access the network,
and forwarding it to an output interface of the network side;
ending an MPLS message of the network side, and forward-
ing it to an output interface of the customer side; and estab-
lishing a two-way forwarding channel.
[0051] Accessing the VPLS network through the virtual
ports in the present disclosure includes: making a layer 2
Ethernet message of the customer side access the VSI, com-
pleting MAC address learning and lookup, and forwarding
the layer 2 Ethernet message to an output interface of the
network side; ending an MPLS message of the network side,
making the MPLS message access the VSI, completing MAC
address learning and lookup, and forwarding the MPLS mes-
sage to an output interface of the customer side; and imple-
menting horizontal partitioning of the VPLS on virtual ports.
[0052] The disclosure is further described below with re-
ference to an example.
[0053] As shown in FIG. 4, the step of accessing the VPWS
network through virtual ports and carrying out the forwarding
based on the virtual ports in the disclosure includes the fol-
lowing steps:
[0054] Step 1: a mapping relationship that a customer side
accesses a virtual port and a mapping relationship that a
network side accesses a virtual port are established;
[0055] first, a mapping relationship that a layer 2 Ethernet
message of the customer side is accesses a virtual port is estab-
lished; second, a mapping relationship that an MPLS label
of the network side accesses a virtual port is established,
and the virtual ports of the customer side and the network side
are connected, that is, an SVP of the customer side points
to a DVP of the network side, and an SVP of the network side
points to a DVP of the customer side.
[0056] Step 2: a message from the customer side to the
network side is processed; L2 information of the message is
matched at the customer side, wherein the L2 information can
be such information as a Port, a VLAN, QinQ, or the like;
when a configuration item is matched, a corresponding SVP
number is found according to the mapping relationship, and
the SVP of the customer side points to the DVP of the network
side, and the DVP of the network side points to an output
interface of an MPLS tunnel, wherein the following informa-
tion is included: an output port number, a source MAC
address and a destination MAC address of an output interface,
an output interface VLAN, a VC label and a tunnel label; and
the message is forwarded from the network side after these
pieces of information are encapsulated in the message.
[0057] And Step 3: a message from the network side to
the customer side is processed; an MPLS input label of the mes-
sage is matched at the network side; if it is a two-layer
label, an outer tunnel label pops up, and a corresponding SVP
of the network side is searched according to an inner VC label,
and a corresponding DVP of the customer side is found accord-
ing to the mapping relationship; the DVP points to the output
interface of the customer side; after the outer tunnel label of
the message is detached, an inner customer message is for-
dwarded to the output interface of the customer side.
[0058] As shown in FIG. 5, the step of accessing the VPLS
network through virtual ports and performing the forwarding
based on a VSI and the virtual ports in the disclosure includes
the following steps:
[0059] Step 1: a VSI is established;
[0060] Step 2: a customer side and a network side access the
VSI; the customer side establishes a mapping relationship
that a layer 2 Ethernet message accesses a virtual port, and
enables the virtual port to point to the VSI; and the network
side establishes a mapping relationship from a VC input label
to a virtual port, and enables the virtual port to point to the
VSI;
[0061] Step 3: a broadcast group is established in the VSI;
members of the group include all the virtual ports of the
customer side and the network side;
[0062] Step 4: a message from the customer side to the
network side is processed; matching L2 information of the
message is performed at the customer side, wherein the L2
information can be such information as Port, VLAN, QinQ, or
the like; after a configuration item is matched, a corresponding virtual port number is found according to the mapping relationship, and an SVP of the customer side points to the VSI; and then a source MAC address of the message learns the corresponding VSI and a corresponding virtual port of the customer side; an output interface is searched according to the VSI and a destination MAC address; if the output interface cannot be found, then broadcasting is performed in the broadcast group to which the VSI corresponds, otherwise, the message is forwarded to the virtual port to which destination MAC address corresponds; if the virtual port is a virtual port of the network side, the message is forwarded to an output interface of an MPLS tunnel, wherein the following information is included: an output port number, a source MAC address and a destination MAC address of an output interface, an output interface VLAN, a VC label and a tunnel label; and the message is forwarded from the network side after these pieces of information are encapsulated in the message; and

Step 5: a message from the network side to the customer side is processed; an MPLS input label of the message is matched at the network side; if it is a two-layer label, an outer tunnel label pops up, and a corresponding virtual port of the network side is searched according to an inner VC label, at this time, the virtual port points to the VSI; and then a source MAC address of the message learns the corresponding VSI and the corresponding virtual port of the network side; an output interface is searched according to the VSI and a destination MAC address; if the output interface cannot be found, then broadcasting is performed in a broadcast group to which the VSI corresponds, otherwise, the message is forwarded to the virtual port to which the destination MAC address corresponds; if the virtual port is a virtual port of the customer side, an inner customer message is forwarded to the output interface of the customer side after outer tunnel information of the message is detached.

The above are only the preferred embodiments of the disclosure, and not intended to limit the scope of the disclosure; any modifications or replacements that the persons skilled in the art can easily think about in the scope of technology disclosed by the disclosure should fall within the scope of the disclosure. Thus, the scope of the disclosure should be subject to the scope of the claims of the disclosure.

What is claimed is:

1. An access method for a Multi-protocol Label Switching Layer 2 Virtual Private Network (MPLS L2VPN), comprising:

   making, by a customer side and a network side, their respective messages access operator routing equipment, setting access types of the messages to be mapped to virtual ports, and respectively allocating their respective Source Virtual Ports (SVP) and Destination Virtual Ports (DVP) to each access; and

   establishing, by the customer side and the network side, a data forwarding channel of the MPLS L2VPN by establishing connection from their respective SVPs to DVPs of opposite sides.

2. The access method according to claim 1, wherein the establishing, by the customer side and the network side, a data forwarding channel of the MPLS L2VPN by establishing connection from their respective SVPs to DVPs of opposite sides comprises:

   when the customer side and the network side determine that the MPLS L2VPN accessed through the virtual ports is a Virtual Private Wire Service (VPWS) network, establishing, by the customer side and the network side, a data forwarding channel of the VPWS network by establishing connection from their respective SVPs to the DVPs of the opposite sides.

3. The access method according to claim 1, wherein the establishing, by the customer side and the network side, a data forwarding channel of the MPLS L2VPN by establishing connection from their respective SVPs to DVPs of opposite sides comprises:

   when the customer side and the network side determine that the MPLS L2VPN accessed through the virtual ports is a Virtual Private LAN Service (VPLS) network, establishing a Virtual Switch Interface (VSI), associating the virtual ports of the customer side and the network side with the VSI, and establishing, by the customer side and the network side, a data forwarding channel of the VPLS network by establishing connection from their respective SVPs to the DVPs of the opposite sides.

4. The access method according to claim 1, wherein the access type of the message of the customer side is Port, or Virtual Local Area Network (VLAN), or QinQ, or Port and VLAN, or Port and QinQ, or VLAN and QinQ; and

   the access type of the message of the network side is Label or Port.

5. The access method according to claim 1, wherein the SVM is used for receiving the messages, and the DVP is used for sending the messages.

6. An access apparatus for a Multi-protocol Label Switching Layer 2 Virtual Private Network (MPLS L2VPN), comprising a control module and a connection establishing module, wherein

   the control module is configured to respectively make a message of a customer side and a message of a network side access operator routing equipment, set access types of the messages to be mapped to virtual ports, allocate respective Source Virtual Ports (SVP) and Destination Virtual Ports (DVP) of the customer side and the network side to each access, and send information of the virtual ports after allocation to the connection establishing module; and

   the connection establishing module is configured to establish a data forwarding channel of the MPLS L2VPN by respectively establishing connection from the SVP of the customer side to the DVP of the network side and connection from the SVP of the network side to the DVP of the customer side, according to the information of the virtual ports after allocation which is sent by the control module.

7. The access apparatus according to claim 6, wherein the connection establishing module is configured to establish a data forwarding channel of the MPLS L2VPN by respectively establishing connection from the SVP of the customer side to the DVP of the network side and connection from the SVP of the network side to the DVP of the customer side, which refers to that:

   when the connection establishing module determines that the MPLS L2VPN accessed by the customer side and the network side through the virtual ports is a Virtual Private Wire Service (VPWS) network, the customer side and the network side establish a data forwarding channel of
the VPWS network by establishing connection from their respective SVPs to the DVPs of opposite sides.

8. The access apparatus according to claim 6, wherein the connection establishing module is configured to establish a data forwarding channel of the MPLS L2VPN by respectively establishing connection from the SVP of the customer side to the DVP of the network side and connection from the SVP of the network side to the DVP of the customer side, which refers to that:

when the connection establishing module determines that the MPLS L2VPN accessed by the customer side and the network side through the virtual ports is a Virtual Private LAN Service (VPLS) network, a Virtual Switch Interface (VSI) is established, the virtual ports of the customer side and the network side are associated with the VSI, and the customer side and the network side establish a data forwarding channel of the VPLS network by establishing connection from their respective SVPs to the DVPs of opposite sides.

9. The access apparatus according to claim 6, wherein the access type of the message of the customer side, which is set by the control module, is Port, or VLAN, or QinQ, or Port and VLAN, or Port and QinQ, or VLAN and QinQ; and the access type of the message of the network side, which is set by the control module, is Label or Port.

10. The access apparatus according to claim 6, wherein the SVP set by the control module is used for receiving the messages, and the DVP set by the control module is used for sending the messages.

11. The access method according to claim 2, wherein the SVP is used for receiving the messages, and the DVP is used for sending the messages.

12. The access method according to claim 3, wherein the SVP is used for receiving the messages, and the DVP is used for sending the messages.

13. The access method according to claim 4, wherein the SVP is used for receiving the messages, and the DVP is used for sending the messages.

14. The access apparatus according to claim 7, wherein the SVP set by the control module is used for receiving the messages, and the DVP set by the control module is used for sending the messages.

15. The access apparatus according to claim 8, wherein the SVP set by the control module is used for receiving the messages, and the DVP set by the control module is used for sending the messages.

16. The access apparatus according to claim 9, wherein the SVP set by the control module is used for receiving the messages, and the DVP set by the control module is used for sending the messages.

* * * * *