A method and terminal equipment for applying digital rights management are disclosed by the present disclosure. The method includes the following steps: performing encryption processing on a portion of the content of a multimedia file using a pre-generated key when downloading the multimedia file; and downloading the encrypted multimedia file to a designated terminal equipment. With the present disclosure, the downloading speed of the multimedia file can be increased, and the waiting time for playing the file can be decreased.
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METHOD AND TERMINAL EQUIPMENT
FOR APPLYING DIGITAL RIGHTS
MANAGEMENT

TECHNICAL FIELD

[0001] The present disclosure relates to the field of communications, particularly to a method and terminal equipment for applying Digital Rights Management (DRM).

BACKGROUND

[0002] With the development of digital multimedia technology, content providers provides increasingly rich multimedia contents, such as digital music, video and movies. Moreover, the requirement of content providers on security protection of digital multimedia content is getting higher. DRM security technology is a very popular and important digital content security protection means in the recent years, and its application in music, movies and other digital multimedia fields is being widened.

[0003] During application of the DRM, sometimes it is required to encrypt and save the content of a multimedia file, and decrypt the content of the multimedia file before a user uses it. However, with the enrichment and increasing of the music, movie and other digital media content to be downloaded, the encryption and decryption processing on the whole content of a file during downloading and consumption will lower processing efficiency and affect user experience, therefore it is necessary to provide an improved technical solution to solve this problem.

SUMMARY

[0004] In view of the problem that the encryption on a whole multimedia file during DRM application results in a lower processing efficiency in the prior art, the present disclosure aims to provide a method and terminal equipment for applying Digital Rights Management (DRM).

[0005] The method for applying digital rights management includes the following steps:

[0006] performing encryption processing on a portion of content of a multimedia file using a pre-generated key when downloading the multimedia file; and

[0007] downloading the encrypted multimedia file to a designated terminal equipment.

[0008] Wherein pre-generating a key may include:

[0009] determining whether or not the multimedia file has rights;

[0010] generating a key according to rights of the multimedia file when the multimedia file has rights; and

[0011] generating a key according to identification information of the terminal equipment when the multimedia file has no rights.

[0012] Wherein performing encryption processing on a portion of content of the multimedia file using the key may include:

[0013] determining whether or not the multimedia file has a header;

[0014] performing encryption processing on a header of the multimedia file using the key when the multimedia file has a header; and

[0015] performing encryption processing on a predetermined length of content of the multimedia file using the key when the multimedia file has no header.

[0016] Preferably, the predetermined length of the content of the multimedia file may include:

[0017] a predetermined length of content from a beginning of the multimedia file.

[0018] During the playing of a multimedia file, the method may further include: encrypting, by the terminal equipment, the multimedia file using the key and playing the decrypted multimedia file.

[0019] The terminal equipment provided by the present disclosure includes: an encryption module configured to use a pre-generated key to perform encryption processing on a portion of content of a multimedia file to be downloaded; and

[0020] a download module configured to download the multimedia file encrypted by the encryption module to a designated terminal equipment.

[0021] Wherein the terminal equipment may include: a key generation module configured to generate the key according to rights of the multimedia file or identification information of the terminal equipment.

[0022] Wherein the terminal equipment may include: a decryption module configured to use the key to decrypt the multimedia file downloaded by the download module; and

[0023] a play module configured to play the multimedia file decrypted by the decryption module.

[0024] Further, the encryption module may include: a determining module configured to determine whether or not the multimedia file has a header;

[0025] a first encryption module configured to encrypt a header of the multimedia file using the key when the multimedia file is determined to have a header; and

[0026] a second encryption module configured to encrypt a predetermined length of content of the multimedia file using the key when the multimedia file is determined to have no header.

[0027] Preferably, the second encryption module may be configured to encrypt a predetermined length of the content from a beginning of the multimedia file using the key.

[0028] Compared with the prior art, in the technical solution of the present disclosure, a portion of the content of a multimedia file is encrypted when the multimedia file is downloaded. In this way, in the circumstance where the security of the content is guaranteed, the downloading speed of the multimedia file is increased, and the waiting time for playing the file is decreased.

BRIEF DESCRIPTION OF THE DRAWINGS

[0029] FIG. 1 is a flowchart illustrating a method for applying digital rights management according to an embodiment of the present disclosure;

[0030] FIG. 2 is a flowchart illustrating a processing solution for downloading a DRM multimedia file in the method for applying digital rights management according to an embodiment of the present disclosure;

[0031] FIG. 3 is a flowchart illustrating a processing solution for playing a DRM multimedia file in the method for applying digital rights management according to an embodiment of the present disclosure;

[0032] FIG. 4 is a block diagram of a terminal equipment according to an embodiment of the present disclosure.
FIG. 5 is a block diagram illustrating a preferred structure of a terminal equipment according to an embodiment of the present disclosure.

DETAILED DESCRIPTION

The present disclosure will be described in detail by referring to the accompanying drawings and specific embodiments, to make the objects, technical solutions and advantages of the present disclosure more evident.

According to an embodiment of the present disclosure, a method for applying Digital Rights Management (DRM) is provided.

The multimedia files described herein are multimedia files of file types specified in the DRM protocol.

FIG. 1 is a flowchart illustrating a method for applying digital rights management according to an embodiment of the present disclosure. As shown in FIG. 1, the method includes the following steps (S102-S104).

Step S102: performing encryption processing on a portion of the content of a multimedia file using a pre-generated key when downloading the multimedia file.

First of all, an encryption key needs to be generated. The key may be generated according to the rights (RO) of the multimedia file. If the multimedia file has no rights, the key may be generated according to the identification information of the terminal equipment, for example, a key is generated according to the International Mobile Equipment Identity (IMEI) number of the terminal equipment. Further, the identification information of the terminal equipment for generating the key is not limited to the IMEI, and other information of the terminal equipment may also be used to generate a key, which is not described here.

It should be noted that the foregoing encryption algorithm is a universal encryption algorithm and will not be elaborated here.

Subsequently, a pre-generated key is used to perform encryption processing on a portion of the content of a multimedia file. This processing includes: determining whether or not the content of the multimedia file to be downloaded has a header. If the multimedia file has a header (the result of determining is yes), then a key is used to perform encryption processing on the header of the multimedia file. If the multimedia file has no header (the result of determining is no), then a key is used to encrypt a predetermined length of the content of the multimedia file.

Wherein the predetermined length of the content of the multimedia file may be a predetermined length of the content from the beginning of the multimedia file.

Step S104: downloading the encrypted multimedia file to a designated terminal equipment.

Afterwards, if it is needed to play the multimedia file, the terminal equipment will use a key to decrypt the multimedia file, and play the decrypted multimedia file.

Through the foregoing processing, only a portion of the content of the multimedia file needs to be encrypted when the multimedia content of a file type specified in the DRM protocol is downloaded, and only the encrypted portion of the content of the multimedia file needs to be decrypted during playing the multimedia file. In this way, in the circumstance where the security of the content is guaranteed, the downloading speed of the multimedia file is increased and the waiting time for playing the file is decreased.

Below an embodiment of the present disclosure is described in detail by referring to FIG. 2 and FIG. 3. FIG. 2 is a flowchart illustrating a processing solution for downloading a DRM multimedia file in the method for applying digital rights management according to an embodiment of the present disclosure. As shown in FIG. 2, this processing method includes the following steps.

Steps S202-S204: determining a multimedia file to be downloaded and determining whether or not the file needs to be encrypted, if yes, then executing step S206, otherwise, executing step S210.

Step S206: determining whether or not the file to be downloaded has rights (RO), if yes, then generating an encryption key according to rights; if not, then generating an encryption key according to the terminal identification information of the download terminal, for example, the terminal identification information may be IMEI of the terminal.

Step S208: determining whether or not the file has a header, if yes, then encrypting the header of the multimedia file using the encryption key generated in step S206; if not, then encrypting a set default length of the content of the file according to the preset encryption algorithm, and downloading the file to the terminal equipment after encryption.

Step S210: downloading the content of the file which does not need to be encrypted to the terminal equipment.

S212: saving the file after completion of the downloading.

After the foregoing processing, the multimedia file can be played on the terminal equipment. FIG. 3 is a flowchart illustrating a processing solution for playing a DRM multimedia file in the method for applying digital rights management according to an embodiment of the present disclosure. As shown in FIG. 3, the processing method includes the following steps.

Step S302: determining a multimedia file to be played.

Step S304: determining whether or not the multimedia file contains encrypted content, if yes, then executing step S306, otherwise, executing step S308.

Step S306: decoding the encrypted content using a key.

Step S308: playing the multimedia file, wherein the unencrypted content is played directly without decryption.

Embodiment of the Apparatus

According to an embodiment of the present disclosure, terminal equipment is provided.

FIG. 4 is a block diagram of a terminal equipment according to an embodiment of the present disclosure. As shown in FIG. 4, the terminal equipment includes: an encryption module 10 and a download module 20.

The encryption module 10 is configured to use a pre-generated key to perform encryption processing on a portion of the content of the multimedia file to be downloaded. The download module 20, connected with the encryption module 10, is configured to download the multimedia file encrypted by the encryption module 10 to a designated terminal equipment.

FIG. 5 is a block diagram illustrating a preferred structure of a terminal equipment according to an embodiment of the present disclosure. As shown in FIG. 5, on the basis of the structure as shown in FIG. 4, the terminal equipment includes: a key generation module 30, which is connected with the encryption module 10, and configured to generate a key according to rights of the multimedia file or
identification information of the terminal equipment; a
decryption module 40, which is connected with the download
module 20 and the key generation module 30 respectively,
and configured to use the key generated by the key generation
module 30 to decrypt the multimedia file downloaded by the
download module 20; a play module 50, which is connected
with the decryption module 40, and configured to play the
multimedia file decrypted by the decryption module 40.

[0061] By continuing to refer to FIG. 5, the encryption
module 10 includes: a determining module 12, which is con-
figured to determine whether or not the multimedia file has a
header; a first encryption module 14, which is configured to
encrypt the header of the multimedia file using a key when the
result of determining of the determining module 12 is yes; and
a second encryption module 16, which is configured to
encrypt a predetermined length of the content of the multi-
tmedia file using a key when the result of determining of the
determine module is no. Wherein the second encryption mod-
ule encrypts a predetermined length of the content from the
beginning of the multimedia file using a key.

[0062] In the application process, the processing flow of the
terminal equipment according to the embodiment of the
present disclosure may refer to FIG. 1–FIG. 3, and will not be
elaborated here.

[0063] To summarize, according to the foregoing technical
solution of the present disclosure, only a portion of the multi-
tmedia content needs to be encrypted when the multimedia
content of a file type specified in the DRM protocol is down-
loaded, and only the encrypted portion of the content needs to
be decrypted during playing the multimedia content. In this
way, in the circumstance where the security of the content is
guaranteed, the downloading speed of the multimedia file is
increased, and the waiting time for playing the file is
decreased.

[0064] The foregoing descriptions are only embodiments of
the present disclosure and are not intended to limit the
present disclosure. For those skilled in the art, the present
disclosure may have various changes and modifications. All
modifications, equivalent replacements and improvements
made without departing from the spirit and principle of the
present disclosure shall be within the protection scope of the
present disclosure.

1. A method for applying digital rights management, com-
prising:
performing encryption processing on a portion of content
of a multimedia file using a pre-generated key when
downloading the multimedia file; and
downloading the encrypted multimedia file to a designated
terminal equipment.

2. The method according to claim 1, wherein pre-generat-
ing a key comprises:
determining whether or not the multimedia file has rights;
generating a key according to rights of the multimedia file
when the multimedia file has rights; and
generating a key according to identification information of
the terminal equipment when the multimedia file has no
rights.

3. The method according to claim 1, wherein performing
encryption processing on a portion of content of the multi-
tmedia file using the key comprises:
determining whether or not the multimedia file has a
header;
performing encryption processing on a header of the multi-
tmedia file using the key when the multimedia file has a
header; and
performing encryption processing on a predetermined
length of content of the multimedia file using the key
when the multimedia file has no header.

4. The method according to claim 3, wherein the predeter-
mined length of the content of the multimedia file comprises:
a predetermined length of content from a beginning of the
multimedia file.

5. The method according to claim 1, further comprising:
decrypting, by the terminal equipment, the multimedia file
using the key and playing the decrypted multimedia file.

6. A terminal equipment, comprising:
an encryption module configured to use a pre-generated
key to perform encryption processing on a portion of
content of a multimedia file to be downloaded; and
a download module configured to download the multi-
tmedia file encrypted by the encryption module to a desig-
nated terminal equipment.

7. The terminal equipment according to claim 6, further
comprising:
a key generation module configured to generate the key
according to rights of the multimedia file or identification
information of the terminal equipment.

8. The terminal equipment according to claim 7, further
comprising:
a decryption module configured to use the key to decrypt
the multimedia file downloaded by the download mod-
ule; and
a play module configured to play the multimedia file
decrypted by the decryption module.

9. The terminal equipment according to claim 6, wherein
the encryption module comprises:
a determining module configured to determine whether or
not the multimedia file has a header;
a first encryption module configured to encrypt a header of
the multimedia file using the key when the multimedia
file is determined to have a header; and
a second encryption module configured to encrypt a pre-
termined length of content of the multimedia file
using the key when the multimedia file is determined to
have no header.

10. The terminal equipment according to claim 9, wherein
the second encryption module is configured to encrypt a
predetermined length of the content from a beginning of the
multimedia file using the key.
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