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ABSTRACT

The present disclosure provides a method and system for remote control of a smart card. The method comprises that a smart card management platform receives a request of locking or unlocking a smart card from a subscriber; and the smart card management platform performs interactive processing with a terminal side according to the request via a mobile network platform, so as to enable the terminal side to perform the locking or unlocking of the smart card. The present disclosure enables the payment subscriber to avoid loss when the terminal is robbed, lost, stolen, or is illegally used seriously, and provide a higher flexibility to the payment system.
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Start

A smart card management platform receives a request of locking or unlocking a smart card from a subscriber

S101

the smart card management platform performs interactive processing with the terminal side according to the request, so as to enable the terminal side to perform locking or unlocking of the smart card

S103

End
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Start

S1, a subscriber applies to a smart card management platform to lock or unlock a smart card

S2, a mobile network platform performs signalling interaction with a terminal side (terminal, smart card)

S3, the terminal side (terminal, smart card) completes the locking or unlocking of the smart card based on the locking or unlocking signalling sent by the mobile network platform

End
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Start

S11, a terminal side receives an input signalling of a request of locking or unlocking a smart card which is initiated remotely.

S12, a terminal side analyzes the signalling and determines the type of the operation.

S13, the terminal side performs and completes the process of locking/unlocking the smart card.

End
When a subscriber applies for the locking of a smart card, and the mobile station where the smart card is located is in the normal turned-on status, the mobile station performs a locking command sent by a mobile network platform and returns a message indicating successful execution.

When the subscriber applies for the unlocking of the smart card, and the mobile station where the smart card is located is in the normal turned-on status, the mobile station performs the unlocking command sent from the mobile network platform and returns a message indicating successful execution.

Normal use status (unlocking)

Serching smart card

After the subscriber applies to the smart card management platform for locking of the smart card, the mobile station is in the off-line status, and then the user gets back the mobile station.

Waiting for locking

After the mobile station where the smart card is located in the offline status is online (turned on or enters into a service area and the like) for the first time, the mobile station performs the locking command and returns a message indicating successful execution.

Waiting for unlocking

After the mobile station where the smart card is located in the offline status is online (turned on or enters into a service area and the like) for the first time, the mobile station performs the unlocking command and returns a message indicating successful execution.

the subscriber applies for the unlocking of the smart card, the mobile station where the smart card is located is in the off-line status.
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When the subscriber applies for the locking of the smart card, the mobile network platform sends a signalling of locking a smart card to the terminal where the smart card is located.

Using normally (unlocking) → Waiting for the locking

The mobile platform fails to execute the signalling of locking the smart card.

Waiting for the locking → Locking

The mobile platform succeeds in executing the signalling of locking the smart card.

Locking → Waiting for the unlocking

The subscriber applies for the unlocking of the smart card, the mobile network platform sends a signalling of unlocking the smart card to the terminal where the smart card is located.

Waiting for the unlocking → Using normally (unlocking)

The mobile platform succeeds in performing the signalling of unlocking the smart card.

The mobile platform fails to perform the signalling of unlocking the smart card.
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Start

- The subscriber applies to the smart card management platform for locking (or forbidding)/unlocking (or enabling) of the smart card
- The management platform matches information of the smart card with information in the database

Is the smart card valid?

Yes

- The smart card management platform notifies the mobile network platform to look up the current status information of the mobile platform where the smart card is located

Is it in the normal turned-on status?

No

- The mobile network platform updates its status to the status of waiting for forbidding/enabling, and notifying the smart card management platform to update the status database

Yes

- The mobile network platform sends a forbidding/enabling command to the mobile station where the smart card is located

- The mobile station where the smart card is located executes the forbidding/enabling command to forbid/enable the smart card

- The terminal returns a message indicating successful execution to the mobile network platform

- The mobile network platform changes the status of the smart card to the forbidding/enabling status and notifies the smart card management platform to update the status of the smart card to the forbidding/enabling status

End
The smart card supervising mechanism (such as a payment platform, a payment application management platform or an smart card management platform) finds that the subscriber uses the smart card illegally or has corrected the deregulation behaviour, and notifies the mobile network platform to process this case.

The mobile network platform looks up the current status information of the mobile station where the smart card is located.

Is it in the normal turned-on status?

No

The mobile network platform updates its status to the status of waiting for forbidding/enabling, and notifying the smart card management platform to update the status database.

Yes

The mobile station in the off-line status (in the turned-off status, turned-on but not in a service area and the like) where the smart card is located registers with the mobile network platform after being turned on or entering into a service area.

The mobile network platform looks up the current status information of the mobile station where the smart card is located.

Is it in the status of waiting for forbidding/enabling?

Yes

Performing other processing.

The mobile platform where the smart card is located executes the forbidding/enabling command to forbid/enable the smart card.

The terminal returns a message indicating successful execution to the mobile network platform.

The mobile network platform changes the status of the smart card to the forbidding/enabling status and notifies the smart card management platform to update the status of the smart card to the forbidding/enabling state.

End.
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Configured for the mobile network platform to process interaction between the mobile network platform and the terminal side, and process communication and data synchronization between the mobile network platform and the smart card management platform and the like.

- Requesting device
- Communicating device
- Executing device

Configured to obtain a request from a subscriber.

Configured for the terminal side to perform the forbidding and enabling of the smart card.

Fig. 10

- Mobile station 101
- Mobile network platform 103
- Payment system platform 105

- Smart card management platform 107
- Subscriber 109
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Sending module 113
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METHOD AND SYSTEM FOR REMOTE CONTROL OF A SMART CARD

TECHNICAL FIELD

[0001] The present disclosure relates to a smart card technology, and in particular to a method and system for remote control of a smart card.

BACKGROUND

[0002] Electronic payment (electronic payment) refers to circulation and payment of funds which is realized in the computer network system in the form of electronic data storage and transfer by taking commercial electronic tools and various kinds of electronic money as media and by means of computer and communication technology.

[0003] In recent years, along with the combination of the technologies such as the Internet, mobile communication, computers and the like, mobile electronic commerce, represented by the mobile payment emerges as the times require. Being as an emerging electronic payment way, the mobile payment is advantaged in that it can be carried out at anytime and anywhere, conveniently and fast, the payment cost is low, and the like. As long as a consumer has a mobile phone, the consumer can complete financing and transaction, and enjoy the convenience brought about by the mobile payment. Nowadays, a mobile phone payment is becoming a new highlight of the electronic commerce.

[0004] Furthermore, a recent survey shows that, 82% respondents is worried that somebody will make a fraud by using the information stored in their mobile phones (including smart cards) if their mobile phones are lost or stolen. Meanwhile, 90% respondents is worried that their own personal data and financial data may be lost after their mobile phones are lost, and 72% respondents admit that the information stored in their mobile phones is very important and irreplaceable. As the subscriber uses the mobile phone to take part in different activities, such as the electronic payment and the like, the lost of the mobile phone is really a disaster for the subscriber. In the survey, 91% respondents indicate that the lost of the mobile phone for the electronic payment will bring serious loss to them. Meanwhile, as people increasingly depend on the mobile phones, operators must make their own subscribers feel secure. It is good to use the mobile phone more widely, but the mobile operators must enhance the security and management level of the personal data information of their subscribers to rip the evil in the bud. Currently, some solutions have been proposed for the case when the mobile phones for the electronic payment are lost and stolen. However, these solutions have certain deficiencies, or the processing after a mobile phone for electronic payment is lost or stolen differs greatly from the current payment flow; or due to insufficient security of the system, the payment information of subscribers is still used by others illegally, thus payment is forged; or the system does not deal with the loss of mobile phones timely, which brings huge losses to the subscribers, making the subscribers feel insecure. At present, no effective solution has been proposed.

SUMMARY

[0005] The present disclosure is proposed based on the problems that: the processing after a mobile phone for electronic payment is lost or stolen differs greatly from the current payment flow; or the system is not secure enough, so payment information of a subscriber is still used by others illegally, resulting in forged payment, or the system does not deal with the loss of a mobile phone timely, which brings huge losses to a subscriber, and makes the subscriber feel insecure. For this object, the present disclosure mainly aims to provide a method and system for remote control of a smart card in order to solve the above problems. [0006] In order to realize the above object, a method for remote control of a smart card is provided in accordance with one aspect of the present disclosure.

[0007] According to the present disclosure, the method for remote control of a smart card comprises: a smart card management platform receives a request of locking or unlocking a smart card from a subscriber; and the smart card management platform performs interactive processing with a terminal side according to the request via a mobile network platform, so as to enable the terminal side to perform the locking or unlocking of the smart card.

[0008] Preferably, the terminal side may comprise a mobile station and the smart card.

[0009] Preferably, the step that the smart card management platform performs interactive processing with the terminal side according to the request via the mobile network platform may comprise: when the mobile station is in a normal use status, the mobile station receives a locking or unlocking command sent by the mobile network platform; and the mobile station executes the locking or unlocking command to lock or unlock the smart card.

[0010] Preferably, after the mobile station performs the locking or unlocking of the smart card, the method may further comprise: the smart card is in a locking or unlocking status.

[0011] Preferably, after the smart card is in the locking or unlocking status, the method may further comprise: the mobile station returns a message indicating successful execution to the mobile network platform.

[0012] Preferably, after the step that the mobile station executes the locking or unlocking command to lock or unlock the smart card may comprise: the mobile station disables function of the smart card through locking hardware of the smart card, and enables the function of the smart card through unlocking the hardware of the smart card; or the mobile station disables or enables the function of the smart card through executing a preinstalled software procedure.

[0013] Preferably, the method may further comprise: when the mobile station where the smart card is located is in an off-line status, the smart card is updated to a status of waiting for locking or unlocking.

[0014] Preferably, after the smart card is updated to the status of waiting for the locking or unlocking, the method may further comprise that: when the mobile station in the off-line status where the smart card is located recovers to the normal use status and registers with the mobile network platform, the mobile network platform sends the locking or unlocking command to the mobile station where the smart card is located, and the mobile station performs the locking or unlocking command.

[0015] Preferably, the off-line status may comprise: the mobile station is in a turned-off status; or the mobile station is not in a service area.

[0016] Preferably, after the smart card management platform receives the application from the subscriber, the method may further comprise: the smart card management platform determines whether the smart card is valid.
preferably, before the smart card management platform performs interactive processing with the terminal side according to the request via the mobile network platform, the method may further comprise: the mobile network platform and the terminal side perform a security authentication.

preferably, after the smart card management platform receives the request of locking or unlocking the smart card from the subscriber, the method may further comprise: the smart card management platform looks up status information of the mobile station where the smart card is located via the mobile network platform.

preferably, the step that the smart card management platform looks up the status information of the mobile station where the smart card is located via the mobile network platform may comprise: the smart card management platform looks up and finds the status information of the mobile station based on a mobile identification code and position region information of the mobile station via the mobile network platform.

preferably, the step of performing the locking or unlocking of the smart card may comprise: performing locking or unlocking of the smart card or payment application of the smart card.

preferably, the method may further comprise that: when the smart card or the payment application of the smart card is in the locking status, the payment application of the smart card cannot be used normally.

in order to realize the object, according to the other aspect of the present disclosure, a method for remote control of a smart card is provided: the method comprises: when finding that a subscriber uses a smart card illegally or has corrected a deregulation behaviour, a smart card supervising platform notifies a smart card management platform to lock or unlock the smart card; and the smart card management platform performs interactive signalling processing with a terminal side to enable the terminal side to complete locking or unlocking of the smart card.

preferably, the terminal side may comprise a mobile station and the smart card; the step that the smart card management platform performs interactive signalling processing with the terminal side to enable the terminal side to lock or unlock the smart card may comprise: the smart card management platform looks up status information of the mobile station where the smart card is located via a mobile network platform; when the mobile station is in a normal use status, the mobile network platform sends a locking or unlocking command to the mobile station; and the mobile station executes the locking or unlocking command to lock or unlock the smart card.

preferably, after the mobile station performs the locking or unlocking command to lock or unlock the smart card, the method may comprise: the mobile station returns a message indicating successful execution to the mobile network platform; and the mobile network platform changes the status of the smart card to a locking or unlocking status.

preferably, the step that the smart card management platform looks up the status information of the mobile station where the smart card is located via the mobile network platform may comprise: the smart card management platform looks up and finds the status information of the mobile station based on a mobile identification code and position region information of the mobile station via the mobile network platform.

preferably, after the smart card management platform finds the status information of the mobile station where the smart card is located via the mobile network platform, the method may further comprise: when the mobile station where the smart card is located is in an off-line status, the mobile network platform updates its status to a status of waiting for locking or unlocking.

in order to realize the above object, a system for remote control of a smart card in accordance with another aspect of the present disclosure is provided.

the system comprises: a mobile network platform, configured to send a locking or unlocking command; and a mobile station, configured to execute the locking or unlocking command to lock or unlock the smart card.

preferably, the system may further comprise a smart card management platform, configured to receive a request from a subscriber and perform signalling interaction with the mobile station via the mobile network platform.

preferably, the smart card management platform may be used for supervising whether the subscriber uses the smart card illegally or has corrected the deregulation behaviour.

preferably, the mobile network platform may be further configured to look up status information of the mobile station where the smart card is located.

in order to realize the above object, according to another aspect of the present disclosure, a terminal station is provided. The mobile terminal comprises: a receiving module, configured to receive a request of locking or unlocking a smart card; and an executing module, configured to execute locking or unlocking of the smart card.

preferably, the locking or unlocking of the smart card may comprise: the locking or unlocking of payment application of the smart card.

preferably, the terminal station may further comprise: a sending module configured to send a message indicating successful execution.

in order to realize the above object, according to another aspect of the present disclosure, a mobile network platform is provided. The mobile network platform comprises: a sending module, configured to send a locking or unlocking command to a mobile station when the mobile station is in a normal use status; a changing module, configured to change the status of a smart card; and an updating module, configured to update the status of the smart card to a status of waiting for the locking or unlocking when status information indicates that the mobile station where the smart card is located is in an off-line status.

preferably, the mobile network platform may further comprise: a notifying module, configured to notify a smart card management platform to update the status of the smart card to a locking or unlocking status.

preferably, the locking or unlocking of the smart card may comprise the locking or unlocking of payment application of the smart card.

according to the present disclosure, the smart card management platform receives a request of locking or unlocking a smart card from a subscriber; and the smart card management platform performs interactive processing with a terminal side according to the request via a mobile network platform, so as to enable the terminal side to perform locking or unlocking of the smart card, therefore solving the problems that: the processing after the mobile phone for electronic payment is lost or stolen differs greatly from the current
payment flow; or the system is not secure enough, thus payment information of a subscriber is still used by others illegally, resulting in forged payment; or the system does not deal with the loss of the mobile phone timely, which brings huge losses to a subscriber and makes the subscriber feel unsecure, therefore further avoiding the loss caused when a subscriber terminal for payment is robbed, lost, stolen, or is used illegally seriously, and providing a higher flexibility to the payment system.

BRIEF DESCRIPTION OF THE DRAWINGS

[0039] FIG. 1 shows a flowchart of a method for remote control of a smart card in accordance with an embodiment of the present disclosure;

[0040] FIG. 2 shows a preferred flowchart of a method for remote control of a smart card in accordance with an embodiment of the present disclosure;

[0041] FIG. 3 shows a preferred flowchart of a method for remote control of a smart card in accordance with an embodiment of the present disclosure;

[0042] FIG. 4 shows a schematic diagram of a status machine at a network side in accordance with an embodiment of the present disclosure;

[0043] FIG. 5 shows a schematic diagram of a status machine at a terminal side in accordance with an embodiment of the present disclosure;

[0044] FIG. 6 shows a schematic diagram of signalling interaction in a system in accordance with an embodiment of the present disclosure;

[0045] FIG. 7 shows a preferred flowchart of a method for remote control of a smart card in accordance with an embodiment of the present disclosure;

[0046] FIG. 8 shows a preferred flowchart of a method for remote control of a smart card in accordance with an embodiment of the present disclosure;

[0047] FIG. 9 shows a schematic diagram of a preferred system for remote control of a smart card in accordance with an embodiment of the present disclosure;

[0048] FIG. 10 shows a schematic diagram of a preferred system for remote control of a smart card in accordance with an embodiment of the present disclosure;

[0049] FIG. 11 shows a schematic diagram of a mobile station in accordance with an embodiment of the present disclosure;

[0050] FIG. 12 shows a schematic diagram of a mobile network platform in accordance with an embodiment of the present disclosure.

DETAILED DESCRIPTION

[0051] In view of the problems that: the processing after a mobile phone for electronic payment is lost or stolen differs greatly from the current payment flow; or the system is not secure enough, therefore the payment information of a subscriber is still used by others illegally, which results in forged payment; or the system does not deal with the loss of the mobile phone timely, which brings huge losses to a subscriber and make the subscriber feel unsecure; embodiments of the present application provides a method and system for remote control of a smart card, the embodiments of the present disclosure provide a method and system for remote control of a smart card. The method comprises: a smart card management platform receives a request of locking or unlocking a smart card from a subscriber, and the smart card management platform performs interactive processing with a terminal side according to the request, so as to enable the terminal side to lock or unlock the smart card.

[0052] It should be noted that, the embodiments of the present disclosure and the features of the embodiments can be combined with each other in the case of no conflicts. The present disclosure will be described in detail with reference to the drawings and embodiments.

Embodiment 1

[0053] A method for remote control of a smart card is provided in accordance with an embodiment of the present disclosure.

[0054] FIG. 1 shows a flowchart of a method for remote control of a smart card in accordance with the embodiment of the present disclosure.

[0055] As shown in the FIG. 1, the method comprises the steps S101 and S103:

[0056] step S101, the smart card management platform receives a request of locking or unlocking a smart card from a subscriber; and

[0057] step S103, the smart card management platform performs interactive processing with the terminal side according to the request, so as to enable the terminal side to lock or unlock the smart card.

[0058] The realization process of the embodiment of the present disclosure will be described in detail in combination with examples.

[0059] FIG. 3 shows a preferred flowchart of a method for remote control of a smart card in accordance with the embodiment of the present disclosure; as shown in the FIG. 3, the method for remote control of a smart card in the example comprises:

[0060] step S11, if a smart card supervising mechanism (such as a payment system platform, a payment application management platform or a smart card management platform) finds that the subscriber uses the smart card illegally or has corrected the deregulation behaviour, the smart card supervising mechanism notifies the mobile network platform to process this case;

[0061] step S12, the mobile network platform performs interactive signalling processing with the terminal side (terminal, smart card);

[0062] step S13, the terminal side (terminal, smart card) completes the locking/unlocking of the smart card.

[0063] The essence of the present disclosure is that, the mobile network platform sends out an air signalling and interacts with the mobile terminal to trigger the pre-existing security characteristic and device thereof contained in the mobile station or the smart card, so as to complete the locking or unlocking (or called forbidding or enabling) of the smart card, wherein the security characteristic may include (the locking of the smart card, the locking of the payment application function of the smart card, and the locking of the using of the terminal which comprises the locking of using the keyboard for the terminal, the hanging-up of the terminal, the unbootable performance terminal, alarm of the terminal and the like.

[0064] By adopting the method, when the smart card and the mobile station where the smart card is located, are robbed, lost, stolen, or are illegally used seriously, the subscriber and the smart card supervising department can perform the air signalling locking and unlocking to the smart card and the terminal, and lock and unlock the smart card via the mobile network platform, so as to protect the security of the sub-
scriber and the department relevant to the smart card to the maximum extent and provides a higher flexibility to a payment system.

According to one aspect of the present disclosure, a method for remote control of the smart card based on an electronic payment service is provided.

FIG. 2 shows a preferred flowchart of a method for remote control of a smart card in accordance with the embodiment of the present disclosure; FIG. 4 shows a schematic diagram of a status machine at the network side in accordance with the embodiment of the present disclosure; and FIG. 5 shows a schematic diagram of a status machine at the terminal side in accordance with the embodiment of the present disclosure.

As shown in FIG. 2 and referring to FIG. 4 and FIG. 5, the method for remote control of a smart card comprises that:

- step S1, the subscriber applies to the smart card management platform for locking or unlocking the smart card;
- step S2, the mobile network platform performs interactive signaling processing with the terminal side (terminal, smart card); and
- step S3, the terminal completes the locking/unlocking of the smart card.

FIG. 7 shows a preferred flowchart of a method for remote control of a smart card in accordance with the embodiment of the present disclosure; and referring to FIG. 7, the above step S2 may comprise the follows:

- step S100, after receiving the request of locking or unlocking the smart card (the request of locking or unlocking the smart card is sent to the smart card management platform) sent from the subscriber to the smart card management platform, the management platform matches information of the smart card with information in the database; if the smart card is invalid, the management platform returns a failure message and the processing process is ended; and if the smart card is valid, the next step is executed;
- step S102, the smart card management platform looks up the current status information of the mobile station where the smart card is located via the mobile network platform; if the mobile station where the smart card is located is in a normal turn-on status, the mobile network platform directly sends the locking/unlocking command to the mobile station where the smart card is located, the mobile station where the smart card is located returns a success message to the mobile network platform after executing the locking/unlocking command to lock/unlock the smart card, and the mobile network platform changes the status of the smart card to the locking/unlocking status and notifies the smart card management platform to update the status of the smart card to the locking/unlocking status; if the mobile station where the smart card is located is in an off-line status (in a turned-off status, in a turned-on status but not in a service area and the like), the mobile network platform updates its status to the status of waiting for locking/unlocking and notifies the smart card management platform to update the status database at the same time; and
- step S104, when the mobile station in the off-line status (in a turned-off status, in a turned-on status but not in a service area and the like) where the smart card is located is registered with the mobile network platform after being turned on or entering into a service area, the mobile network platform makes a query and finds that the mobile station where the smart card is located is in the status of waiting for locking/unlocking and sends the locking/unlocking command to the mobile station where the smart card is located; after the mobile station executes the locking/unlocking command to lock/unlock the smart card, the mobile station returns a success message to the mobile network platform, and the mobile network platform updates its status to the locking/unlocking status, and notifies the smart card management platform to synchronize the status database.

The method should comprise a security authentication process to confirm that the locking/unlocking command request is sent from the mobile network platform in the step S102-S104.

In the embodiment of the present disclosure, the step that the request of locking the smart card is sent from the subscriber to the smart card management platform corresponds to the subsequent locking operation; and the step that the request of unlocking the smart card is sent from the subscriber to the smart card management platform corresponds to the subsequent unlocking operation.

FIG. 6 shows a schematic diagram of signaling interaction in a system in accordance with the embodiment of the present disclosure; as shown in FIG. 6, the signaling interaction is realized between the subscriber and the mobile network platform through the shown signaling.

In the step S102 of the method, that the mobile station where the smart card is located executes the locking/unlocking command to lock/unlock the smart card comprises:

- step S201, disabling the smart card through locking the physical hardware (device) and disabling the payment of the smart card through locking the physical hardware (device); or enabling the smart card through unlocking the physical hardware (device) and enabling the payment of the smart card through unlocking the physical hardware (device); and
- step S202, disabling the smart card through performing the preinstalled software procedure (device) and disabling the payment of the smart card through executing the preinstalled software procedure (device); or enabling the smart card through executing the preinstalled software procedure (device) and enabling the payment of the smart card through executing the preinstalled software procedure (device).

The preinstalled software procedure (device) in the above step S202 can be preinstalled in either the smart card or the mobile station where the smart card is located.

A software procedure is preinstalled in the terminal where the smart card is located, and the step of executing the locking/unlocking command by the mobile station comprises the following steps:

- step S300, destroying the payment data in the smart card; and
- step S302, executing the program of locking/unlocking the smart card by the preinstalled software procedure in the terminal.

The software procedure is preinstalled in the smart card, and the step of executing the locking/unlocking command by the mobile station comprises the following steps:

- step S402, copying the preinstalled software procedure in the smart card, which is a program of locking/unlocking the smart card, into the terminal;
- step S404, destroying the payment data in the smart card; and
[0088] step S406, executing the copied software procedure in the terminal, which is a back-up program of locking/unlocking the smart card.

[0089] In addition, in the step S102, the smart card management platform looks up the current status information of the mobile station where the smart card is located via the mobile network platform, and the mobile network platform finds the status information of the mobile station based on a mobile identification code and the position region information of the mobile station.

[0090] In the step S104, when the mobile station in the off-line status (in a turned-off status, in a turned-on status but not in a service area and the like) where the smart card is located is registers with the mobile network platform after being turned-on or entering into a service area, the mobile network platform makes a query and finds that the mobile station where the smart card is located is in the status of waiting for locking/unlocking, sends a notification message to the smart card management platform, and sends the locking/unlocking command to the mobile station where the smart card is located; after the mobile station executes the locking/unlocking command to lock/unlock the smart card, the mobile station returns a success message to the mobile network platform; and the mobile network platform updates its status to the locking/unlocking status and notifies the smart card management platform to synchronize the status database.

[0091] According to another aspect of the present disclosure, a method for locking or unlocking the smart card remotely based on an electronic payment service is provided. FIG. 3 shows a preferred flowchart of a method for remote control of a smart card in accordance with the embodiment of the present disclosure. FIG. 8 shows a preferred flowchart of a method for remote control of a smart card in accordance with the embodiment of the present disclosure as shown in FIG. 3 and referring to FIG. 8, the method for remote control of a smart card in the embodiment comprises that:

[0092] step S11, the smart card supervising mechanism (such as a payment system platform, a payment application management platform or a smart card management platform), when finding that the subscriber uses the smart card illegally or has corrected a deregulation behaviour, notifies the mobile network platform to process this case;

[0093] step S12, the mobile network platform performs interactive signalling processing with the terminal side (terminal, smart card); and

[0094] step S13, the terminal side (terminal, smart card) completes the locking/unlocking of the smart card.

[0095] In the embodiment of the present disclosure, when it is found that the subscriber uses the smart card illegally, the subsequent locking operation is performed correspondingly; and when it is found that the subscriber has corrected the deregulation behaviour, the subsequent unlocking operation is performed correspondingly.

[0096] Step S11 may comprise the following processes that:

[0097] step S502, the smart card management platform notifies the mobile network platform to look up the current status information of the mobile station where the smart card is located; if the mobile station where the smart card is located is in the normal turned-on status, the mobile network platform directly sends the locking/unlocking command to the mobile station where the smart card is located, the mobile station where the smart card is located returns a success message to the mobile network platform after executing the locking/unlocking command to lock/unlock the smart card, and the mobile network platform changes the status of the smart card to the locking/unlocking status and notifies the smart card management platform to update the status of the smart card to the locking/unlocking status; if the mobile station where the smart card is located is in the off-line status (in a turned-off status, in a turned-on status but not in a service area and the like), the mobile network platform updates its status to the status of waiting for locking/unlocking and notifies the smart card management platform to update the status database; and

[0098] step S504, when the mobile station in the off-line status (in a turned-off status, in a turned-on status but not in a service area and the like) where the smart card is located registers with the mobile network platform after being turned on or entering into a service area, the mobile network platform makes a query and finds that the mobile station where the smart card is located is in the status of waiting for locking/unlocking and sends the locking/unlocking command to the mobile station where the smart card is located; after the mobile station executes the locking/unlocking command to lock/unlock the smart card, the mobile station returns a success message to the mobile network platform, and the mobile network platform updates its status to the locking/unlocking status and notifies the smart card management platform to synchronize the status database.

[0099] The method should comprise a security authentication process to confirm that the locking/unlocking command is sent from the smart card management platform before the mobile station where the smart card is located executes the locking/unlocking command sent from the mobile network platform in the step S502/S504.

[0100] In the step S502 of the method, that the mobile station where the smart card is located executes the locking/unlocking command to lock/unlock the smart card comprises:

[0101] step S601, disabling the smart card through locking the physical hardware (device) and disabling the payment of the smart card through locking the physical hardware (device); or enabling the smart card through unlocking the physical hardware (device) and enabling the payment of the smart card through unlocking the physical hardware (device); and

[0102] step S602, disabling the smart card through executing the preinstalled software procedure (device) and disabling the payment of the smart card through performing the preinstalled software procedure (device); or enabling the smart card through executing the preinstalled software procedure (device) and enabling the payment of the smart card through executing the preinstalled software procedure (device).

[0103] The preinstalled software procedure (device) in the above step S602 can be preinstalled in either the smart card or the mobile station where the smart card is located.


[0105] A software procedure is preinstalled in the terminal where the smart card is located, and the step of executing the locking/unlocking command by the mobile station comprises the following steps:

[0106] step S700, destroying the payment data in the smart card; and

[0107] step S702, executing the preinstalled software procedure in the terminal, which is the program of locking/unlocking the smart card.
The software procedure is preinstalled in the smart card; and the step of executing the locking/unlocking command by the mobile station comprises the following steps:

- step S802, copying the preinstalled software procedure in the smart card, which is a program of locking/unlocking the smart card, into the terminal;
- step S804, destroying the payment data in the smart card; and
- step S806, executing the copied software procedure in the terminal, which is a back-up program of locking/unlocking the smart card.

In addition, in the step S502, the smart card management platform looks up the current status information of the mobile station where the smart card is located via the mobile network platform, and the mobile network platform finds the status information of the mobile station based on the mobile identification code and the position region information of the mobile station.

In the step S504, when the mobile station in the off-line status (a turned-off status, a turned-on status but not in a service area and the like) where the smart card is located registers with the mobile network platform after being turned-on or entering into a service area, the mobile network platform makes a query and finds that the mobile station where the smart card is located is in the status of waiting for locking/unlocking, sends a notification message to the smart card management platform, and sends the locking/unlocking command to the mobile station where the smart card is located; after the mobile station executes the locking/unlocking command to lock/unlock the smart card, the mobile station returns a success message to the mobile network platform, and the mobile network platform updates its status to the locking/unlocking status and notifies the smart card management platform to synchronize the status database.

According to another aspect of the present disclosure, a device for locking and unlocking the smart card remotely based on the electronic payment service is provided. The device comprises:

- a requesting device, configured to obtain a request from a subscriber;
- a communicating device, configured for a mobile network platform to process interaction between the mobile network platform and the mobile station, and process communication and data synchronization between the mobile network platform and the card management platform and the like; and
- an executing device, configured for the mobile station executing locking and unlocking of the smart card.

As above, the smart card comprises, but not limited to: a sim card, a R-UIM card, a usim card, a csim card, a UICCC card, a java card, a financial card, a traffic card, a prepaid card and combined cards of the above cards.

The mobile terminal comprises, but not limited to: terminal applying to GSM, CDMA, WCDMA, TD-SCDMA, cdma2000, data card, fixing station, LTE, UMTS, and the like and a dual-mode or multi-mode terminal of any combination thereof.

According to the embodiment of the present disclosure, a system for remote control of a smart card is provided.

As shown in FIG. 9, the system comprises: a requesting device, a communicating device and an executing device.

Specifically, the requesting device is configured to obtain a request from a subscriber; the communicating device is configured for the mobile network platform to process information interaction between the mobile network platform and the mobile station, and perform communication and data synchronization between the mobile network platform and the card management platform and the like; and the executing device is configured to perform locking and unlocking of a smart card.

FIG. 10 shows a schematic diagram of a preferred system for remote control of a smart card in accordance with the embodiment of the present disclosure.

As shown in FIG. 10, the system comprises: a mobile network platform 103, a mobile station 101, a smart card management platform 107, and a payment system platform 105, wherein both the mobile network platform 103 and the smart card management platform 107 are connected with the payment system platform 105.

The mobile network platform 103 is configured to send a locking or unlocking command to the mobile station 101; the mobile station 101 is configured to execute the locking or unlocking command to lock or unlock the smart card.

Preferably, when the subscriber 109 applies to the smart card management platform 107 for locking or unlocking the smart card, the smart card management platform 107 looks up the current status information of the mobile station where the smart card is located via the mobile network platform 103; if the mobile station where the smart card is located is in the normal turned-on status, the mobile network platform 103 directly sends the locking/unlocking command to the mobile station 101 where the smart card is located, the mobile station 101 where the smart card is located returns a success message to the mobile network platform 103 after executing the locking/unlocking command to lock/unlock the smart card, and the mobile network platform 103 changes the status of the smart card to the locking/unlocking status and notifies the smart card management platform 107 to update the status of the smart card to the locking/unlocking status; if the mobile station 101 where the smart card is located is in the off-line status (in a turned-off status, in a turned-on status but not in a service area and the like), the mobile network platform 103 updates its status to the status of waiting for locking/unlocking and notifies the smart card management platform 107 to update the status database at the same time.

FIG. 11 shows a schematic diagram of a mobile station in accordance with the embodiment of the present disclosure.

As shown in FIG. 11, the mobile station comprises: an executing module 111 and a sending module 113.

The executing module 111 is configured to execute locking or unlocking of the smart card; and the sending module 113 is configured to send a message of changing successfully.

FIG. 12 shows a schematic diagram of a mobile network platform in accordance with the embodiment of the present disclosure.

As shown in FIG. 12, the mobile network platform comprises: a looking up module 121, a sending module 123, a changing module 125, a notifying module 127 and an updating module 129.
Specifically, the locking up module 121 is configured to look up the status information of the mobile station where the smart card is located; the sending module 123 is configured to send a locking or unlocking command to the mobile station when the status information of the mobile station indicates that the mobile station where the smart card is located is in the normal use status; the changing module 125 is configured to change the status of the smart card to the locking or unlocking status; the notifying module 127 is configured to notify the smart card management platform to update the status of the smart card to the locking or unlocking status; and the updating module 129 is configured to update its status to the status of waiting for the locking or unlocking when the status information of the mobile station indicates that the mobile station where the smart card is located is in the off-line status.

It can be seen from the above description that, the present disclosure can avoid the loss when the payment subscriber terminal is robbed, lost, stolen, or is illegally used seriously, and provide a higher flexibility to a payment system.

The above is only the preferred embodiment of the present disclosure and not intended to limit the scope of protection of the present disclosure. For those skilled in the art, the present disclosure has various changes and modifications. Any modifications, equivalent replacements, improvements and the like within the spirit and principle of the present disclosure shall fall within the scope of protection of the present disclosure.

1. A method for remote control of a smart card, comprising: performing, by a smart card management platform, signalling interaction with a terminal side via a mobile network platform after the smart card management platform receives a request of locking or unlocking a smart card from a subscriber, and controlling the terminal side to perform the locking or unlocking of the smart card.

2. The method according to claim 1, wherein the terminal side comprises:

a mobile station and the smart card.

3. The method according to claim 2, wherein the terminal side to perform the locking or unlocking of the smart card comprises:

the mobile station receives a locking or unlocking command sent by the mobile network platform when the mobile station is in a normal use status; and

the mobile station executes the locking or unlocking command to lock or unlock the smart card.

4. The method according to claim 3, further comprising: after the mobile station performs the locking or unlocking of the smart card, the smart card being in a locking or unlocking status.

5. The method according to claim 4, further comprising: returning, by the mobile station, a message indicating successful execution to the mobile network platform after the mobile station performs the locking or unlocking of the smart card.

6. The method according to claim 2, wherein the mobile station executing the locking or unlocking command to lock or unlock the smart card comprises:

the mobile station disables function of the smart card through locking hardware of the smart card, and enables the function of the smart card through unlocking the hardware of the smart card; or

the mobile station disables or enables the function of the smart card through executing a preinstalled software procedure.

7. The method according to claim 1, further comprising: updating, the smart card to a status of waiting for locking or unlocking when the mobile station where the smart card is located is in an off-line status.

8. The method according to claim 7, further comprising: after the smart card is updated to the status of waiting for locking or unlocking,

sending, by the mobile network platform, the locking or unlocking command to the mobile station where the smart card is located when the mobile station in the off-line status where the smart card is located recovers to the normal use status, and executing, by the mobile station, the locking or unlocking command;

wherein the off-line status comprises: the mobile station is in a turned-off status; or, the mobile station is not in a service area.

9. (canceled)

10. The method according to claim 1, further comprising: after the smart card management platform receives the request from the subscriber, determining, by the smart card management platform, whether the smart card is valid;

the method further comprising: before the smart card management platform performs interaction with the terminal side via the mobile network platform, performing a security authentication between the mobile network platform and the terminal side.

11. (canceled)

12. The method according to claim 1, further comprising: after the smart card management platform receives the request of locking or unlocking the smart card from the subscriber, looking up, by the mobile card management platform, status information of the mobile station where the smart card is located via the mobile network platform.

13. The method according to claim 12, wherein the step of looking up, by the smart card management platform, the status information of the mobile station where the smart card is located via the mobile network platform comprises:

the smart card management platform looks up and finds the status information of the mobile station based on a mobile identification code and position region information of the mobile station via the mobile network platform.

14. The method according to claim 1, wherein the step of performing the locking or unlocking of the smart card comprises:

performing locking or unlocking of the smart card or payment application of the smart card;

the method further comprises: when the smart card or the payment application of the smart card is in the locking status, the payment application of the smart card cannot be used normally.

15. (canceled)

16. A method for locking or unlocking a smart card remotely, comprising:

notifying, by a smart card supervising platform, a smart card management platform when the smart card supervising platform finds that a subscriber uses a smart card illegally or has corrected a deregulation behaviour; and
performing, by the smart card management platform, signalling interaction with a terminal side to control the terminal side to complete locking or unlocking of the smart card.

17. The method according to claim 16, wherein the terminal side comprises a mobile station and the smart card, and controlling the terminal side to complete locking or unlocking of the smart card comprises:

- the smart card management platform looks up status information of the mobile station where the smart card is located via a mobile network platform;
- when the mobile station is in a normal use status, the mobile network platform sends a locking or unlocking command to the mobile station; and
- the mobile station executes the locking or unlocking command to lock or unlock the smart card.

18. The method according to claim 16, further comprising:

- after the mobile station executes the locking or unlocking command to lock or unlock the smart card,
- returning, by the mobile station, a message indicating successful execution to the mobile network platform; and
- changing, by the mobile network platform, the status of the smart card to a locking or unlocking status.

19. The method according to claim 17, wherein the step of looking up, by the smart card management platform, the status information of the mobile station where the smart card is located via the mobile network platform comprises:

- the smart card management platform looks up and finds the status information of the mobile station based on a mobile identification code and position region information of the mobile station via the mobile network platform.

20. The method according to claim 16, further comprising:

- after the smart card management platform finds the status information of the mobile station where the smart card is located via the mobile network platform,
- updating, by the mobile network platform, the status of the mobile network platform to a status of waiting for locking or unlocking when the mobile station where the smart card is located is in an off-line status.

21. A system for locking and unlocking a smart card remotely, comprising:

- a mobile network platform, configured to send a locking or unlocking command; and
- a mobile station, configured to execute the locking or unlocking command to lock or unlock the smart card;

a smart card management platform, configured to receive a request of locking or unlocking a smart card from a subscriber, or receive information that the subscriber uses the smart card illegitimately or has corrected a deregulation behaviour which is sent from a smart card supervising platform, and perform signalling interaction with the mobile station via the mobile network platform;

wherein the mobile network platform is further configured to look up status information of the mobile station where the smart card is located.

22. (canceled)
23. (canceled)
24. A terminal station, comprising:

- a receiving module, configured to receive a request of locking or unlocking a smart card; and
- an executing module, configured to execute locking or unlocking of the smart card; and
- a sending module, configured to send a message indicating successful execution;

wherein the locking or unlocking of the smart card comprises: the locking or unlocking of payment application of the smart card.

25. (canceled)
26. (canceled)
27. A mobile network platform, comprising:

- a sending module, configured to send a locking or unlocking command to a mobile station when the mobile station is in a normal use status;
- a changing module, configured to change the status of a smart card; and
- an updating module, configured to update the status of the smart card to a status of waiting for locking or unlocking when status information indicates that the mobile station where the smart card is located is in an off-line status; and
- a notifying module, configured to notify a smart card management platform to update the status of the smart card to a locking or unlocking status;

wherein the locking or unlocking of the smart card comprises: the locking or unlocking of payment application of the smart card.

28. (canceled)
29. (canceled)

* * * * *