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ABSTRACT

This invention discloses a key distribution method and system. The method includes notifying, by an application provider management platform, a supplementary security domain of an application provider that is set on a smart card and corresponds to the application provider management platform to generate a public/private key pair including a public cryptographic key and a private cryptographic key; receiving, by the application provider management platform, the public cryptographic key from the supplementary security domain of the application provider that has been encrypted by the public key of the application provider obtained in advance and has been signed by a Controlling Authority Security Domain (CASD) on the smart card through a card issuer management platform; authenticating, by the application provider management platform, a signature and using the private key of the application provider to perform decryption to obtain the public cryptographic key; and sending, by the application provider management platform, a trust point’s public key used for external authentication and a certificate of the supplementary security domain of the application provider to the supplementary security domain of the application provider after the trust point’s public key and the certificate have been encrypted by the public cryptographic key of the supplementary security domain of the application provider and the encrypted data have been signed by the private key of the application provider, to complete distribution of a key of the supplementary security domain.
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S304 receiving, by the application provider management platform, the public key from the supplementary security domain of the application provider that has been encrypted by the public key of the application provider obtained in advance and has been signed by a CASD on the smart card through a card issuer management platform
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KEY DISTRIBUTION METHOD AND SYSTEM

TECHNICAL FIELD

[0001] The present invention relates to the field of communications, and particularly to a key distribution method and system.

BACKGROUND

[0002] In the related art, Near Field Communication (NFC) technique is a short-range wireless communication technique operating at 13.56 MHz. The technique is evolved from the fusion of Radio Frequency Identification (RFID) technique and interconnection technique. After being integrated with the NFC technique, mobile communication terminal such as mobile phone and the like can simulate non-contact Integrated Circuit (IC) card for application related to electronic payment. Moreover, the implementation of such solution on the mobile communication terminal requires adding NFC analog front-end chip and NFC antenna to the terminal, and using a smart card supporting the electronic payment.

[0003] After being developed for more than ten years, the IC card, particularly the non-contact IC card, has been widely applied to fields such as public transport, access control, and small electronic payment, etc. In addition, after being rapidly developed for more than 20 years, the mobile phone has been applied extensively, and has brought significant convenience to people’s work and life. Therefore, the application of the mobile phone to the field of electronic payment after being combined with non-contact IC card technique may further extend the usage range of the mobile phone and bring convenience to people’s life, which has a wide application prospect.

[0004] In the related art, in order to implement mobile electronic payment based on the NFC technique, it is required to establish mobile terminal electronic payment system, and implement management of mobile terminal electronic payment through the system. Specifically, the mobile terminal electronic payment system includes: issuing a smart card, downloading, installing and personalizing an electronic payment application, and adopting a related technique and management policy to implement security of the electronic payment.

[0005] Security domains are the representation of entities external to a card (including a card issuer and an application provider) on a smart card. They contain an cryptographic key used for supporting the operation of a security channel protocol and the management of card contents. If the electronic payment system supports Global platform Card Specification V2.1.1, the security channel protocol supports Secure Channel Protocol ‘02’ (based on a symmetric key). If the electronic payment system supports Global platform Card Specification V2.2, the security channel protocol supports Secure Channel Protocol ‘10’ (based on an asymmetric key). A security domain is responsible for its own cryptographic key management, which ensures that application and data from different application providers co-exist in the same card. When a key of a security domain adopts an asymmetric key mechanism, it is necessary for a certificate and a key of the security domain to include a public key (which can also be called a public cryptographic key) and a private key (which can also be called a private cryptographic key) of the security domain, a certificate of the security domain, and a trust point’s public key used for authenticating a certificate of an entity external to a card.

[0006] The security domain of an application provider on an intelligent card is a supplementary security domain. Before the electronic payment application of the application provider is downloaded and installed to the smart card, it is required on the smart card, to create a supplementary security domain of the application provider through an issuer security domain of the smart card that is owned by a card issuer, and then to set an cryptographic key of the supplementary security domain.

[0007] The cryptographic key of the security domain is confidential data, and it is required to employ a reliable and secure method and technique to import a relevant cryptographic key and certificate into the supplementary security domain, so as to implement secure distribution of the cryptographic key of the supplementary security domain. Specifically, the creation of the supplementary security domain requires a card issuer management platform to instruct creation of an issuer security domain on the smart card, and after the creation of the supplementary security domain is completed, the card issuer management platform needs to be responsible for setting and distributing an initial cryptographic key of the supplementary security domain.

[0008] When the supplementary security domain is created and the cryptographic key is distributed, a method adopted is as follows: the smart card establishes a communication with the card issuer management platform, and an application provider management platform establishes a communication with the card issuer management platform; the card issuer management platform instructs the issuer security domain of the smart card to establish the supplementary security domain, and a public/private key pair of the supplementary security domain is generated in the card by the supplementary security domain and is sent to the card issuer management platform; then, the card issuer management platform sends the cryptographic key generated by the supplementary security domain to the application provider management platform; the application provider management platform issues a certificate of the supplementary security domain according to the public key of the supplementary security domain, and then imports the certificate of the supplementary security domain and the trust point’s public key into the supplementary security domain through the card issuer management platform, thus completing the distribution of the key of the supplementary security domain.

[0009] But in such a situation, it is possible that when being responsible for data transfer, the card issuer management platform obtains data of the cryptographic key of the security domain that has been sent, and it may use the obtained key to execute operation on the supplementary security domain, which may result in a threat for the security of the electronic payment application of the application provider.

[0010] Therefore, there is an urgent need for a technical solution of solving a problem that the distribution of a key of a supplementary security domain is not secure.

SUMMARY

[0011] The present invention is made in consideration of the problem in the related art that the distribution of an cryptographic key of a supplementary security domain is not secure. Hence, a main object of the present invention is to provide an cryptographic key distribution method and system, so as to avoid the problem that the cryptographic key of the supplementary security domain is not secure for it is obtained by a card issuer management platform.
According to an aspect of the present invention, a key distribution method is provided.

The cryptographic key distribution method according to the present invention comprises:

notifying, by an application provider management platform, a supplementary security domain of an application provider that is set on a smart card and corresponds to the application provider management platform to generate a public/private key pair including a public cryptographic key and a private cryptographic key; receiving, by the application provider management platform, the public cryptographic key from the supplementary security domain of the application provider that has been encrypted by a public key of the application provider obtained in advance and has been signed by a CASD on the smart card through a card issuer management platform; authenticating, by the application provider management platform, a signature and using a private key of the application provider to perform decryption to obtain the public cryptographic key; and sending, by the application provider management platform, a trustable root public key used for external authentication and a certificate of the supplementary security domain of the application provider after the trust point's public key and the certificate have been encrypted by the public key of the supplementary security domain of the application provider and the encrypted data have been signed by the private key of the application provider, to complete distribution of a cryptographic key of the supplementary security domain.

According to another aspect of the present invention, a cryptographic key distribution system is provided.

The cryptographic key distribution system according to the present invention comprises:

a card issuer management platform, which comprises:

a creating module, used for creating a supplementary security domain of an application provider on a smart card; and an information sending module, used for sending basic information of the supplementary security domain of the application provider to an application provider management platform, wherein the basic information includes configuration information and identification information of the supplementary security domain of the application provider;

the application provider management platform, which comprises:

a notifying module, used for notifying the supplementary security domain of the application provider that is set on the smart card and corresponds to the application provider management platform to generate a public/private key pair including a public cryptographic key and a private cryptographic key; a first receiving module, used for receiving the public cryptographic key from the supplementary security domain of the application provider, wherein the public cryptographic key has been encrypted by the public key of the application provider obtained in advance and has been signed by a CASD on the smart card; a first obtaining module, used for authenticating a signature and using the private key of the application provider to perform decryption to obtain the public cryptographic key; and a first sending module, used for sending the supplementary security domain of the application provider a trust point's public key used for external authentication and a certificate of the supplementary security domain of the application provider that have been subjected to encryption by the public cryptographic key of the supplementary security domain of the application provider and to signing on encrypted data by the private key of the application provider;

the smart card, which is located at a mobile terminal and comprises the supplementary security domain of the application provider, wherein the supplementary security domain of the application provider further comprises: a second obtaining module, used for obtaining the public key of the application provider; a second sending module, used for sending the public key having been encrypted by the public key of the application provider and signed by the CASD to the application provider management platform; a second receiving module, used for receiving the trust point's public key used for external authentication and the certificate of the supplementary security domain of the application provider that have been subjected to encryption and signature processing; and a decrypting module, used for using the public key of the application provider to authenticate the signature for the data received by the receiving module, and if the authentication passes, using the private key of the supplementary security domain of the application provider to perform the decryption to obtain the trust point's public key used for external authentication and the certificate of the supplementary security domain of the application provider.

With the technical solutions of the present invention, the supplementary security domain of the application provider uses the public key of the application provider that has been obtained in advance to encrypt the cryptographic key of the supplementary security domain that is generated on the card and sends the same to the application provider management platform. The application provider management platform uses the public key of the supplementary security domain of the application provider that has been obtained in advance to encrypt the trust point's public key and the certificate of the supplementary security domain of the application provider and sends the same to the supplementary security domain. Although the card issuer management platform is responsible for the data transmission between the supplementary security domain of the application provider and the application provider management platform, the card issuer management platform cannot obtain the private key of the supplementary security domain of the application provider and that of the application provider, and therefore cannot decrypt the data and further obtain the cryptographic key of the supplementary security domain. The isolation from the card issuer management platform is implemented, and the security of the distribution for the cryptographic key of the supplementary security domain of the application provider is effectively ensured.

BRIEF DESCRIPTION OF THE DRAWINGS

The illustration listed here are used to provide further understanding of the present invention, and constitute a part of this application. Exemplary embodiments of the present invention and description thereof are used for explaining the present invention, and are in no way intended to limit the present invention.

FIG. 1 is a structure block diagram illustrating a mobile terminal electronic payment system according to a system embodiment of the present invention;

FIG. 2 is a block diagram illustrating a cryptographic key distribution system according to the system embodiment of the present invention;
[0026] FIG. 3 is a flow chart illustrating an cryptographic key distribution method according to a method embodiment of the present invention; and

[0027] FIG. 4 is a flow chart illustrating a preferred processing scheme of the cryptographic key distribution method according to the method embodiment of the present invention.

DETAILED DESCRIPTION OF THE INVENTION

[0028] Function Overview

[0029] A main idea of the present invention is as follows: a supplementary security domain of an application provider uses a public key of the application provider that has been obtained in advance to encrypt a key of the supplementary security domain that is generated in a card and sends the same to an application provider management platform; the application provider management platform obtains the public key of the supplementary security domain of the application provider in advance, and uses the public key to encrypt a trust point's public key used for external authentication and a certificate of the supplementary security domain of the application provider and sends to the supplementary security domain, so that a card issuer management platform cannot decrypt data because of incapability of obtaining a private key of the supplementary security domain of the application provider and that of the application provider and therefore cannot obtain the cryptographic key of the supplementary security domain; while a Controlling Authority Supplementary security domain (CASH) on a smart card is responsible for only authentication of the certificate and signature of the data, it is not aware of the private key of the supplementary security domain of the application provider and that of the application provider and cannot decrypt the data, and thus also cannot obtain the cryptographic key of the supplementary security domain. Therefore, isolation from the card issuer management platform is implemented during distribution of the cryptographic key of the supplementary security domain of the application provider, and security of the distribution of the cryptographic key of the supplementary security domain of the application provider is effectively ensured.

[0030] Preferred embodiments of the present invention are described hereinafter in combination with the illustration. It should be understood that the preferred embodiments described here are merely used for describing and explaining the present invention, and is not intended to limit the present invention.

System Embodiment

[0031] As shown in FIG. 1, a mobile terminal electronic payment system according to an embodiment of the present invention is mainly composed of a card issuer management platform 1, an application provider management platform 2 and a mobile terminal 3 containing a smart card. There may be multiple application provider management platforms in the system.

[0032] Specifically, the card issuer management platform 1 includes a card management system 10, an application management system 11, a key management system 12, a certificate management system 13, and an application provider management system 14. Specifically, the certificate management system 13 is used in the event that the mobile terminal electronic payment system based on an NFC technique supports an asymmetric cryptographic key; the certificate management system 13 is connected with a card issuer CA (Certificate Authority) system; the application management system 11 is responsible for providing and managing the electronic payment application of a card issuer itself or the application of which is responsible for administration; and the application provider management system 14 may manage relevant information of an application provider, and specify a service privilege of the application provider, etc.

[0033] Moreover, the card issuer management platform 1 owned by the card issuer uses the certificate management system 13 only in the event that an asymmetric cryptographic key is supported. The card issuer management platform 1 is responsible for managing life cycle and resources of a card, cryptographic key and certificate, and is responsible for creating a supplementary security domain of the application provider.

[0034] The application provider management platform 2 includes an application management system 20, a key management system 21, a certificate management system 22. Specifically, the certificate management system 22 is connected with a CA system of the application provider, and used only in the event that an asymmetric key is supported. Furthermore, the application provider may provide various service applications through the application provider management platform 2, manage the security domain corresponding to it on the card, control data, a certificate, an application key of its security domain and the like and provide secure downloading of these applications. The application provider can be an operator, a bank, a public is transport company, a retailer, etc. In addition, the application provider may have a service terminal management system and a service terminal, and may provide a user with a service through the service terminal.

[0035] A smart card (unshown) supporting electronic payment is arranged in the mobile terminal 3. Furthermore, in order to implement functions such as security management of the smart card and downloading and installation of the payment application and the like, the smart card is required to establish a communication with the card issuer management platform 1 and the application provider management platform 2.

[0036] The communication of the smart card with the management platform (the card issuer management platform 1 and the application provider management platform 2 described above) may be implemented in two ways as follows: (1) the smart card uses a mobile communication network through the mobile terminal to establish the communication with the management platform; (2) an Over The Air (OTA) technique is commonly adopted to implement the communication of the smart card with the management platform; (2) the connection of the smart card with the management platform is implemented through the service terminal of the management platform. The service terminal is configured with a non-contact card reader or a reader which can read the smart card directly, and the service terminal can establish a communication with the management platform, thus the communication of the smart card with the management platform is achieved.

[0037] In the mobile payment system described above, a user can download, install and use the electronic payment application, and by interacting with the card issuer management platform or the application provider management platform, the user operates the mobile terminal and the smart card, downloads and installs new application in the security
domain, and uses various service applications provided by the card issuer management platform or the application provider management platform.

A mobile terminal electronic payment system based on an NFC technique supports multiple electronic payment applications, and a smart card can be provided with multiple electronic payment applications. In order to implement secure payment application, the smart card adopts Global Platform Card Specification V2.1.1/V2.2, and is separated into several independent security domains, so as to ensure independency and isolation among multiple applications. Respective application providers manage their own security domains, applications, application data, etc. The smart card mentioned here that supports the Global Platform standard refers to a smart card or an IC chip conforming to the Global Platform Card Specification V2.1.1/V2.2, and can physically be an SIM/USIM card, a removable intelligent memory card or an IC chip integrated into the mobile terminal.

Security domains are representation of entities external to a card (including the card issuer and the application provider) on the card. They contain cryptographic key used for supporting the operation of a security channel protocol and the management of card contents. The security domain is responsible for its own cryptographic key management, which ensures that the application and data from different application providers can co-exist in the same card. When a cryptographic key of a security domain adopts an asymmetric key mechanism, a certificate and an cryptographic key of the security domain are required to include a public key (which can also be called a public cryptographic key) and a private key (which can also be called a private cryptographic key) of the security domain, a certificate of the security domain, and a trust point’s public key used for authenticating a certificate of an entity external to a card.

The security domain of the application provider on a smart card is a supplementary security domain. Before the electronic payment application of the application provider is downloaded and installed to the smart card, it is required on the smart card, to create a supplementary security domain of the application provider through an issuer security domain of the smart card that is owned by the card issuer, and then to set an cryptographic key of the supplementary security domain.

The key of the security domain is confidential data, and it is required to employ a reliable and secure method and technique to import a relevant cryptographic key and certificate into the supplementary security domain, so as to implement secure distribution of the cryptographic key of the supplementary security domain. The supplementary security domain requires the card issuer management platform to instruct the creation of an issuer security domain on the smart card, and after the creation of the supplementary security domain is completed, the card issuer management platform is required to be responsible for setting and distributing an initial cryptographic key of the supplementary security domain.

Based on the electronic payment system described above, an embodiment of the present invention provides a key distribution system.

FIG. 2 is a structure block diagram illustrating a key distribution system according to the system embodiment of the present invention. As shown in FIG. 2, the key distribution system according to this embodiment includes: a card issuer management platform 200, an application provider management platform 210 and a smart card 220.

The card issuer management platform 200 further includes:

- a creating module, used for creating a supplementary security domain of an application provider on a smart card;
- an information sending module, used for sending basic information of the supplementary security domain of the application provider to an application provider management platform, wherein the basic information includes identification information and configuration information of the supplementary security domain of the application provider.

In the embodiment of the present invention, before the electronic payment application of the application provider is downloaded in the smart card, the application provider management platform is required to firstly check whether the supplementary security domain of the application provider exists in the smart card. If a corresponding supplementary security domain does not exist, the application provider management platform is required to request the card issuer management platform to create a supplementary security domain of the application provider on the smart card.

The application provider management platform 210 is connected to the card issuer management platform 200, and further includes:

- a notifying module, which is used for notifying the supplementary security domain of the application provider that is set on the smart card and corresponds to the application provider management platform to generate a public-private key pair including a public key and a private key;
- a first receiving module, which is used for receiving the public cryptographic key from the supplementary security domain of the application provider, wherein the public cryptographic key has been encrypted by the public key of the application provider that obtained in advance and has been signed by a CASD on the smart card;
- a first obtaining module, which is used for authenticating a signature and using the private key of the application provider to perform decryption to obtain the public cryptographic key; and
- a first sending module, which is used for sending the supplementary security domain of the application provider a trust point’s public key used for external authentication and a certificate of the supplementary security domain of the application provider that have been subjected to the encryption by the public cryptographic key of the supplementary security domain of the application provider and to the signing on encrypted data by the private key of the application provider.

The smart card 220 is connected to the card issuer management platform 200. The smart card 220 is located at a mobile terminal and includes the supplementary security domain of the application provider, wherein the supplementary security domain of the application provider further includes:

- a second obtaining module, used for obtaining the public key of the application provider;
- a second sending module, used for sending the application provider management platform the public cryptographic key having been encrypted by the public key of the application provider and signed by the CASD;
- a second receiving module, used for receiving the trust point’s public key used for external authentication and the certificate of the supplementary security domain of the application provider that have been subjected to encryption and signature processing; and
[0057] a decrypting module, used for using the public key of the application provider to authenticate the signature for the data received by the receiving module, and if the authentication passes, using the private key of the supplementary security domain of the application provider to perform decryption.

[0058] Furthermore, the smart card 220 further includes the CASD for authenticating the certificate of the application provider and signing the public cryptographic key.

[0059] Preferably, in an actual application, the smart card may conform to the Global Platform Card Specification 2.2, the security domain of the smart card adopts an asymmetric cryptographic key mechanism, and an cryptographic key required to be imported into the created supplementary security domain includes the private key and the public key of the supplementary security domain, the certificate of the supplementary security domain and the trusted root public key used for external authentication (One Public Key for Trust Point for External Authentication, PK.TP.EX.AUT). The private key and the public key of the supplementary security domain are generated in the card by the supplementary security domain of the application provider. The certificate of the supplementary security domain is generated by the application provider management platform according to the public key of the supplementary security domain. The trusted root public key used for external authentication is provided by the CA issuing the certificate of the application provider and may be obtained from the application provider management platform, and the public key is used by the supplementary security domain for the authentication for the certificate of the application provider. The private key and the public key of the supplementary security domain may be generated by adopting an RAS algorithm, and both the length of the public key and the length of the private key are selected as 1024 bits.

[0060] It can be seen from the above description that in the cryptographic key distribution system of the present invention, the supplementary security domain of the application provider uses the public key of the application provider that has been obtained in advance to encrypt the cryptographic key of the supplementary security domain that is generated in the card and sends the same to the application provider's management platform. The application provider management platform uses the public key of the supplementary security domain of the application provider that has been obtained in advance to encrypt the trust point's public key and the certificate of the supplementary security domain of the application provider and sends the same to the supplementary security domain. Although the card issuer management platform is responsible for data transmission between the supplementary security domain of the application provider and the application provider management platform, the card issuer management platform cannot obtain the private key of the supplementary security domain of the application provider and that of the application provider, and therefore cannot decrypt the data and further obtain the cryptographic key of the supplementary security domain. The isolation from the card issuer management platform is implemented, and the security of the distribution of the cryptographic key of the supplementary security domain of the application provider is effectively ensured.

Method Embodiment

[0061] In this embodiment, a key distribution method is provided, which is applied to a communication system including an application provider management platform of an application provider, a card issuer management platform and a mobile terminal.

[0062] FIG. 3 is a flow chart illustrating a key distribution method according to an embodiment of the present invention. As shown in FIG. 3, the method comprises the following processing from S302 to S308.

[0063] S302: notifying, by an application provider management platform, a supplementary security domain of an application provider that is set on a smart card and corresponds to the application provider management platform to generate a public/private key pair including a public cryptographic key and a private cryptographic key;

[0064] S304: receiving, by the application provider management platform, the public cryptographic key from the supplementary security domain of the application provider that has been encrypted by the public key of the application provider obtained in advance and has been signed by a CASD that is a trustable third-party supplementary security domain set on the smart card through a card issuer management platform;

[0065] S306: authenticating, by the application provider management platform, a signature and using the private key of the application provider to perform decryption to obtain the public cryptographic key; and

[0066] S308: sending, by the application provider management platform, a trust point's public key used for external authentication and a certificate of the supplementary security domain of the application provider to the supplementary security domain of the application provider after the certificate and the trust point's public key have been encrypted by the public cryptographic key of the supplementary security domain of the application provider and the encrypted data have been signed by the private key of the application provider, to complete distribution of a key of the supplementary security domain.

[0067] According to the embodiment described above, the card issuer management platform and the CASD cannot obtain the private key of the supplementary security domain of the application provider and that of the application provider, and cannot decrypt data of the key, thus they cannot obtain the data of the cryptographic key of the supplementary security domain; as a result, the isolation from the card issuer management platform is implemented, and the secure distribution of the key of the supplementary security domain is effectively ensured.

[0068] Hereinafter, details of the processing described above are further described.

[0069] (1) S302

[0070] According to the present invention, in order to realize confidentiality, it is required to introduce a trustable third party into a smart card. The third party has a CASD on the smart card, and provides the application provider with services through the CASD. The CASD conforms to requirements specified in the Global Platform Card Specification V2.2. The CASD may provide the supplementary security domain of the application provider with an independent service interface, which includes certificate authentication, signature, data decryption and the like.

[0071] Preferably, the trustable third party is a CA issuing a certificate for respective application providers, and the CA has an independent CASD on the smart card. The certificate and the cryptographic key in the CASD includes: the private key and the public key of the CASD, the certificate of the
CASD, the trust point’s public key of the CA that is used for authenticating the certificate of the application provider. The public and private keys of the CASD of the CA on the smart card are generated by the CA. The certificate of the CASD is issued and generated according to the public key of the CASD by the CA. The trust point’s public key of the CA is provided by the CA. The CASD may be created and initialized in a secure manner when the smart card is issued, and the CA writes the trust point’s public key of the CA, the certificate and the public and private keys of the security domain of the CASD into the security domain of the CASD. Specifically, the private key of the CASD can only be updated and cannot be read on the smart card. Therefore, the card issuer management platform and the application provider management platform cannot obtain the private key of the CASD.

0072] According to the present invention, it is firstly required that the card issuer management platform notify the issuer security domain of the smart card to create a supplementary security domain. After the supplementary security domain is created, the card issuer management platform sends the basic information of the security domain to the application provider management platform.

0073] Then, the application provider management platform obtains the certificate of the CASD, authenticates truthfulness of the certificate of the CASD and obtains the public key of the CASD from the certificate. The application provider management platform may use the public key to encrypt the data sent to the supplementary security domain of the application provider. After receiving the encrypted data, the supplementary security domain of the application provider decrypts the data by calling the service interface provided by the CASD. The CASD uses the private key of the CASD to decrypt the data, and returns the decrypted data to the supplementary security domain of the application provider.

0074] Moreover, the application provider management platform sends its certificate to the supplementary security domain of the application provider through the card issuer management platform. The supplementary security domain of the application provider calls a certificate authentication interface provided by the CASD to authenticate the certificate of the application provider. The CASD uses the trust point’s public key of the CA to authenticate the certificate of the application provider, and if the authentication passes, returns identification information (ID) and the public key of the application provider to the supplementary security domain of the application provider.

0075] The application provider management platform notifies the supplementary security domain of the application provider to generate a public/private key pair including a public cryptographic key (public key) and a private cryptographic key (private key) on the smart card. The supplementary security domain of the application provider produces the public key and the private key by calling an interface for generating a cryptographic key on the smart card, encrypts the generated cryptographic key by using the public key of the application provider, further signs the encrypted data through the security domain of the CASD, and then sends the same to the application provider management platform.

0076] (2) S304 and S306

0077] After receiving the data of the cryptographic key from the supplementary security domain of the application provider, the application provider management platform authenticates the signature and uses the private key of the application provider to decrypt the data, thus obtaining the public key of the supplementary security domain of the application provider.

0078] (3) S308

0079] Based on the processing described above, the application provider management platform issues the certificate of the supplementary security domain of the application provider according to the obtained public key of the supplementary security domain of the application provider, and uses the public key of the supplementary security domain of the application provider to encrypt the trust point’s public key and the certificate of the supplementary security domain of the application provider, uses the private key of the application provider to sign the encrypted data and then sends the same to the supplementary security domain of the application provider through a message.

0080] After receiving the data, the supplementary security domain of the application provider uses the public key of the application provider to authenticate the signature and uses the private key of the supplementary security domain of the application provider to decrypt the data, thus obtaining the trust point’s public key and the certificate of the security domain. The supplementary security domain of the application provider sets the trust point’s public key and the certificate of the security domain in accordance with an instruction from the message, thus completing the distribution of the key of the supplementary security domain of the application provider.

0081] It can be seen from the description described above that when transmitting communication data of the application provider management platform and the supplementary security domain, the card issuer management platform cannot decrypt the data and obtain the cryptographic key of the supplementary security domain for being unaware of the private key of the supplementary security domain and that of the application provider. Since the CASD on the smart card is responsible for only the authentication of the certificate and the signature of the data and is unaware of the private key of the supplementary security domain and the application provider, it cannot decrypt the data and therefore also cannot obtain the cryptographic key of the supplementary security domain. By the embodiments described above, the isolation from the card issuer management platform is implemented, and the secure distribution of the cryptographic key of the supplementary security domain of the application provider is effectively ensured.

0082] In the process described above, the distribution of the cryptographic key and the creation of the supplementary security domain of the application provider can be implemented in an OTA manner. The application provider management platform and the card issuer management platform establish the connection with the smart card in an OTA manner, and transmit relevant command and data by OTA.

0083] Moreover, the distribution of the cryptographic key and the creation of the supplementary security domain of the application provider can also be implemented by the service terminal of the card issuer. The smart card establishes the connection with the application provider management platform and the card issuer management platform through the service terminal of the card issuer, and the service terminal transmits data such as a command, a response and the like between the smart card and the management platform. The command sent to the smart card by the application provider is sent to the smart card by the card issuer management plat-
form, and the response sent by the smart card is obtained from the card issuer management platform.

[0084] Hereinafter, the cryptographic key distribution according to this embodiment is described in combination with a specific application example.

[0085] FIG. 4 is a flow chart illustrating a preferred processing scheme of the key distribution method according to the embodiment of the present invention. As shown in FIG. 4, the processing specifically includes the following steps from S402 to S428.

[0086] S402: creating, by the card issuer management platform, the supplementary security domain of the application provider. The process of creating the supplementary security domain of the application provider may include:

[0087] (1) the card issuer management platform sends a SELECT message to the smart card, to select the issuer security domain of the smart card;

[0088] (2) the card issuer management platform and the issuer security domain of the smart card establish an SCP 10 security channel in accordance with requirements specified in an appended F Secure Channel Protocol '10' of the Global Platform Card Specification V2.2, to complete the authentication of the two parties and the negotiation of a session key;

[0089] (3) the card issuer management platform sends the creation message on supplementary security domain of the application provider INSTALL[for install]. The issuer security domain creates the supplementary security domain of the application provider in accordance with the instruction of the message; the ID (APSD_ID) of the supplementary security domain of the application provider management platform may be identical to the ID of the application provider management platform; and

[0090] (4) after the creation of the supplementary security domain of the application provider is completed, the card issuer management platform sends the basic information of the created supplementary security domain of the application provider to the application provider management platform, wherein the basic information includes the ID (APSD_ID) and the configuration information of the supplementary security domain of the application provider; after receiving the basic information of the supplementary security domain of the application provider, it is necessary for the application provider management platform to store the information of the supplementary security domain of the application provider in a database of the application provider management platform.

[0091] S404: the application provider management platform obtains the certificate of the CASD of the smart card from the smart card. The application provider may obtain the certificate of the CASD by sending a GET DATA (data obtaining) message to the smart card.

[0092] S406: the application provider management platform authenticates the certificate of the CASD and obtains the public key of the CASD. The application provider management platform may use the trust point’s public key of the CA to authenticate the truthfulness of the certificate of the CASD and obtain the public key of the CASD from the certificate of the CASD.

[0093] S408: the application provider management platform sends its certificate to the supplementary security domain of the application provider through a STORE DATA (data storage) message and the card issuer management platform. In order to implement secure sending of the certificate, the application provider management platform may use the public key of the CASD to encrypt the certificate of the application provider.

[0094] S410: the supplementary security domain of the application provider requests the CASD to authenticate the certificate of the application provider.

[0095] S412: the CASD returns the ID of the application provider, the public key of the application provider and an authentication result to the supplementary security domain of the application provider.

[0096] S414: after the truthfulness of the certificate of the application provider is determined, the supplementary security domain sends a STORE DATA response to the application provider management platform.

[0097] S416: the application provider management platform notifies the supplementary security domain of the application provider to generate public and private keys.

[0098] S418: the supplementary security domain of the application provider produces the public key and the private key by calling the interface for generating an cryptographic key on the card, encrypts the generated public key by using the public key of the application provider, and then signs the encrypted data through the CASD.

[0099] S420: the supplementary security domain of the application provider sends the encrypted public key of the supplementary security domain of the application provider to the application provider management platform.

[0100] S422: the application provider management platform authenticates the signature and uses the private key of the application provider to decrypt the data, to obtain the public key of the supplementary security domain of the application provider.

[0101] S424: the certificate management system of the application provider management platform sends the certificate application information of the supplementary security domain of the application provider and the public key to the CA of the application provider, and the CA returns the certificate to the certificate management system after issuing the certificate of the supplementary security domain.

[0102] S426: the application provider management platform sends the trust point’s public key used for external authentication and the certificate of the supplementary security domain of the application provider to the supplementary security domain through a PUT KEY (key setting) command. In a PUT KEY message, it is feasible that the public key of the supplementary security domain of the application provider is used to encrypt the trust point’s public key and the certificate of the supplementary security domain of the application provider, and then the private key of the application provider is used to sign the encrypted data.

[0103] S428: after receiving the PUT KEY command, the supplementary security domain of the application provider authenticates the signature of the data and uses its private key to decrypt the data, and obtains the trust point’s public key and the certificate of the supplementary security domain of the application provider, and then configures the certificate and the public key. After the configuration is completed, the supplementary security domain of the application provider sends a PUT KEY response message to the application provider management platform.

[0104] Moreover, after the steps described above are completed, processes such as the downloading and installation of the electronic payment application may be continued...
between the supplementary security domain and the application provider management platform.

[0105] To sum up, in light of the technical solutions of the present invention, in the cryptographic key distribution system of the present invention, the supplementary security domain of the application provider uses the public key of the application provider that is obtained in advance to encrypt the cryptographic key of the supplementary security domain that is generated on the card and sends the same to the application provider management platform. The application provider management platform uses the public key of the supplementary security domain of the application provider that is obtained in advance to encrypt the trust point’s public key and the certificate of the supplementary security domain of the application provider and sends the same to the supplementary security domain. Although the card issuer management platform is responsible for the data transmission between the supplementary security domain of the application provider and the application provider management platform, the card issuer management platform cannot obtain the private key of the supplementary security domain of the application provider and the application provider, and therefore cannot decrypt the data and further obtain the cryptographic key of the supplementary security domain; as a result, the isolation from the card issuer management platform is implemented, and the security of the distribution of the cryptographic key of the supplementary security domain of the application provider is effectively ensured.

[0106] Of course, those skilled in the art should understand that respective steps or modules of the present invention may be implemented using a general computer device. They may be integrated into a single computer device or distributed on a network composed of multiple computer devices. Optionally, they may be implemented using a program code executable to the computer device, thus, they may be stored in a storage device to be executed by the computer device, or they may be made into individual IC modules respectively, or multiple modules or steps thereof may be made into a single IC module for implementing this invention. In this way, the present invention is not limited to any particular combination of hardware and software.

[0107] The foregoing is merely the preferred embodiments of the present invention, and is not intended to limit the present invention. For those skilled in the art, there can be various alterations and changes for the present invention. Any modifications, equivalent substitutes, improvements and the like made within the spirit and principle of the present invention should be included in the scope of the present invention.

What is claimed is:

1. A key distribution method, comprising:
   notifying, by the application provider management platform, a supplementary security domain of an application provider that is set on a smart card and corresponds to the application provider management platform to generate a public/private key pair including a public cryptographic key and a private cryptographic key;
   receiving, by the application provider management platform, the public cryptographic key from the supplementary security domain of the application provider that has been encrypted by a public key of the application provider obtained in advance and has been signed by a Controlling Authority Supplementary security domain (CASD) that is a trustable third-party supplementary security domain on the smart card through a card issuer management platform;
   authenticating, by the application provider management platform, a signature and using a private key of the application provider to perform decryption to obtain the public cryptographic key; and
   sending, by the application provider management platform, a trust point’s public key used for external authentication and a certificate of the supplementary security domain of the application provider to the supplementary security domain of the application provider after the trust point’s public key and the certificate have been encrypted by the public cryptographic key of the supplementary security domain of the application provider and the encrypted data have been signed by the private key of the application provider, to complete distribution of an cryptographic key of the supplementary security domain.

2. The method according to claim 1, wherein before processing of notifying, by the application provider management platform, the supplementary security domain of the application provider to generate the public/private key pair, the method further comprising:
   sending, by the application provider management platform, a certificate of the application provider to the supplementary security domain of the application provider, so as to make the supplementary security domain of the application provider authenticate the certificate of the application provider; and
   if the authentication of the certificate of the application provider passes, executing the processing of notifying, by the application provider management platform, the supplementary security domain of the application provider to generate the public/private key pair.

3. The method according to claim 2, wherein processing of sending, by the application provider management platform, the certificate of the application provider to the supplementary security domain of the application provider specifically comprises:
   obtaining, by the application provider management platform, a public key of the CASD; and
   encrypting, by the application provider management platform, the certificate of the application provider using the public key of the CASD, and sending the encrypted certificate of the application provider to the supplementary security domain of the application provider through the card issuer management platform.

4. The method according to claim 3, wherein processing of obtaining, by the application provider management platform, the public key of the CASD specifically comprises:
   obtaining, by the application provider management platform, the certificate of the CASD through the smart card; and
   authenticating, by the application provider management platform, the certificate of the CASD, and obtaining the public key of the CASD.

5. The method according to claim 2, wherein after the authentication of the certificate of the application provider passes by the supplementary security domain of the application provider, the method further comprising:
obtaining, by the supplementary security domain of the application provider, the public key of the application provider through the certificate of the application provider.

6. The method according to claim 5, wherein after the application provider management platform sends the trust point’s public key used for external authentication and the certificate of the supplementary security domain of the application provider to the supplementary security domain of the application provider, the method further comprising:

receiving, by the supplementary security domain of the application provider, the trust point’s public key used for external authentication and the certificate of the supplementary security domain of the application provider that have been subjected to encryption and signature processing; and

using, by the supplementary security domain of the application provider, the public key of the application provider to authenticate the signature, and if the authentication passes, using the private key of the supplementary security domain of the application provider to perform the decryption to obtain the trust point’s public key used for external authentication and the certificate of the supplementary security domain of the application provider.

7. The method according to claim 6, wherein the application provider management platform applies for the certificate of the supplementary security domain of the application provider from a Certificate Authority (CA) of the application provider.

8. The method according to claim 1, wherein before the application provider management platform obtains the public key of the CASD, the method further comprising:

creating, by the application provider management platform, the supplementary security domain of the application provider on the smart card, and sending basic information of the supplementary security domain of the application provider to the application provider management platform, wherein the basic information includes identification information and configuration information of the supplementary security domain of the application provider.

9. A key distribution system, comprising:

a card issuer management platform, which further comprises:

a creating module, used for creating a supplementary security domain of an application provider on a smart card; and

an information sending module, used for sending basic information of the supplementary security domain of the application provider to an application provider management platform, wherein the basic information includes configuration information and identification information of the supplementary security domain of the application provider;

the application provider management platform, which further comprises:

a notifying module, used for notifying the supplementary security domain of the application provider to generate a public/private key pair including a public cryptographic key and a private cryptographic key;

a first receiving module, used for receiving the public cryptographic key from the supplementary security domain of the application provider, wherein the public cryptographic key has been encrypted by the public key of the application provider obtained in advance and has been signed by a CASD on the smart card; a first obtaining module, used for authenticating a signature and using the private key of the application provider to perform decryption to obtain the public cryptographic key; and

a first sending module, used for sending the supplementary security domain of the application provider a trust point’s public key used for external authentication and a certificate of the supplementary security domain of the application provider that have been subjected to encryption by the public cryptographic key and to signing on encrypted data by the private key of the application provider;

the smart card, which is located at a mobile terminal and comprises the supplementary security domain of the application provider, wherein the supplementary security domain of the application provider further comprises:

a second obtaining module, used for obtaining the public key of the application provider;

a second sending module, used for sending the application provider management platform the public cryptographic key having been encrypted by the public key of the application provider and signed by the CASD;

a second receiving module, used for receiving the trust point’s public key used for external authentication and the certificate of the supplementary security domain of the application provider that have been subjected to encryption and signature processing; and

a decrypting module, used for using the public key of the application provider to authenticate the signature for the data received by the receiving module, and if the authentication passes, using the private key of the supplementary security domain of the application provider to perform the decryption to obtain the trust point’s public key used for external authentication and the certificate of the supplementary security domain of the application provider.

10. The system according to claim 9, wherein the smart card further comprises the CASD for authenticating the certificate of the application provider and signing the public cryptographic key.

11. The method according to claim 3, wherein after the authentication of the certificate of the application provider passes by the supplementary security domain of the application provider, the method further comprising:

obtaining, by the supplementary security domain of the application provider, the public key of the application provider through the certificate of the application provider.

12. The method according to claim 4, wherein after the authentication of the certificate of the application provider passes by the supplementary security domain of the application provider, the method further comprising:

obtaining, by the supplementary security domain of the application provider, the public key of the application provider through the certificate of the application provider.

13. The method according to claim 11, wherein after the application provider management platform sends the trust point’s public key used for external authentication and the certificate of the supplementary security domain of the appli-
cating provider to the supplementary security domain of the application provider, the method further comprising:

receiving, by the supplementary security domain of the application provider, the trust point’s public key used for external authentication and the certificate of the supplementary security domain of the application provider that have been subjected to encryption and signature processing; and

using, by the supplementary security domain of the application provider, the public key of the application provider to authenticate the signature, and if the authentication passes, using the private key of the supplementary security domain of the application provider to perform the decryption to obtain the trust point’s public key used for external authentication and the certificate of the supplementary security domain of the application provider.

14. The method according to claim 12, wherein after the application provider management platform sends the trust point’s public key used for external authentication and the certificate of the supplementary security domain of the application provider to the supplementary security domain of the application provider, the method further comprising:

receiving, by the supplementary security domain of the application provider, the trust point’s public key used for external authentication and the certificate of the supplementary security domain of the application provider that have been subjected to encryption and signature processing; and

using, by the supplementary security domain of the application provider, the public key of the application provider to authenticate the signature, and if the authentication passes, using the private key of the supplementary security domain of the application provider to perform the decryption to obtain the trust point’s public key used for external authentication and the certificate of the supplementary security domain of the application provider.

15. The method according to claim 13, wherein the application provider management platform applies for the certificate of the supplementary security domain of the application provider from a Certificate Authority (CA) of the application provider.

16. The method according to claim 14, wherein the application provider management platform applies for the certificate of the supplementary security domain of the application provider from a Certificate Authority (CA) of the application provider.

* * * * *